
Introduction 
This management’s discussion and analysis (“MD&A”) for Plurilock Security Inc. (“Plurilock” or the 
“Company” or “PSI”) should be read in conjunction with the Company’s unaudited condensed interim 
consolidated financial statements as at and for the three months ended March 31, 2021 and 2020 which 
have been prepared in accordance with International Accounting Standard 34 – Interim Financial Reporting 
(“IAS 34”) using accounting policies consistent with International Financial Reporting Standards (“IFRS”) 
(“interim financial statements”). As such, the interim financial statements do not contain all the disclosures 
required by IFRS for annual financial statements and should be read in conjunction with the Company’s 
audited consolidated financial statements for the years ended December 31, 2020 and 2019 (“consolidated 
financial statements”). Except as otherwise indicated or where the context so requires, references to 
“Plurilock” or the “Company” include Plurilock and its subsidiaries. All dollar figures stated herein are 
expressed in Canadian dollars ($ or Cdn$), unless otherwise specified.  

 

The Company Background 
 

PSI, formerly Libby K Industries Inc. (“Libby K”), was incorporated under the BC Business Corporations Act 
on July 5, 2018. The Company’s head office and principal place of business is located at Suite 330 - 700 
Fort Street, Victoria, British Columbia, Canada V8W 1H2.  
 
PSI’s common shares trade on the TSX-V as a Tier 2 technology issuer under the ticker symbol “TSX-V: 
PLUR” and on the OTCQB under the ticker symbol “PLCKF”. 

Plurilock is an identity-centric cybersecurity solutions provider to businesses. Cybersecurity has become an 
identity-driven discipline, and identity-driven solutions are needed to combat today’s pressing threats, 
comply with regulation, and ensure the safety of contemporary business environments. The Company’s 
vision is to meet this need by delivering solutions that combine next-generation identity technologies with 
best-of-breed cybersecurity tools, all delivered with a customer-obsessed focus.  

PSI has one wholly owned subsidiary, Plurilock Security Solutions Inc. (“PL”), which was formed following 
the amalgamation of PL and 1243540 B.C. Ltd. on September 17, 2020 pursuant to a Qualifying Transaction 
(“QT”). PL in turn has one wholly owned subsidiary, Plurilock Security Corp. (“PLUS”). PLUS was 
incorporated on November 15, 2017 in the State of Delaware, USA. On March 31, 2021, PLUS completed 
the acquisition of Aurora Systems Consulting Inc. (”Aurora”), a provider of advanced cybersecurity 
technology and services based in the State of California, USA. PLUS acquired all of the outstanding securities 
of Aurora. 

The date of this MD&A is May 31, 2021, the date on which it was approved by the Board of Directors.  

 

Forward-looking statements  
Certain statements in this MD&A constitute forward-looking statements within the meaning of applicable 
securities laws. Forward-looking statements include, but are not limited to, the Company’s goals, expected 
costs, objectives, growth strategies, merger and acquisition program and similar statements concerning 
anticipated future events, results, circumstances, performance or expectations that are not historical facts. 
Forward-looking statements generally can be identified by the use of forward-looking terminology such as 
“outlook”, “objective”, “may”, “will”, “expect”, “intend”, “estimate”, “anticipate”, “believe”, “should”, “plans” 
or “continue”, or similar expressions suggesting future outcomes or events. Such forward-looking 
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statements reflect management's current beliefs and are based on information currently available to 
management. 

Forward-looking statements involve risks and uncertainties that could cause actual results to differ materially 
from those contemplated by such statements. Factors that could cause such differences include the highly 
competitive nature of the Company's industry, government regulation and funding and other such risk 
factors described herein and in other disclosure documents filed by the Company with Canadian securities 
regulatory agencies and commissions. This list is not exhaustive of the factors that may impact the 
Company's forward-looking statements. These and other factors should be considered carefully, and readers 
should not place undue reliance on the Company's forward-looking statements. As a result of the foregoing 
and other factors, no assurance can be given as to any such future results, levels of activity or achievements 
and neither th3e Company nor any other person assumes responsibility for the accuracy and completeness 
of these forward-looking statements. The factors underlying current expectations are dynamic and subject 
to change. 

Although the forward-looking statements contained in this MD&A are based upon what management believes 
are reasonable assumptions, there can be no assurance that actual results will be consistent with these 
forward-looking statements. All forward-looking statements in this MD&A are qualified by these cautionary 
statements. Other than specifically required by applicable laws, we are under no obligation and we expressly 
disclaim any such obligation to update or alter the forward-looking statements whether as a result of new 
information, future events or otherwise except as may be required by law. These forward-looking statements 
are made as of the date of this MD&A. 
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Selected Q1 2021 financial information 

The following selected financial information for the three months ended March 31, 2021 and 2020 has been 
derived from the condensed interim consolidated financial statements and should be read in conjunction 
with those financial statements and related notes. Non-IFRS measures are defined below. 

2021 2020
$ $

Revenue 75,761 103,339
Electronic software license and maintenance sales 67,756 83,968
Professional services 8,005 19,371

Cost of sales (8,889) (11,482) 
Gross profit 66,872 91,857
Gross margin 88.3% 88.9%
Net loss and comprehensive loss for the period (1,580,680) (561,802) 
EBITDA(1) (1,572,512) (536,552) 
Adjusted EBITDA(1) (1,056,397) (524,944) 
Basic and diluted loss per share - for the period (0.03) (0.02)
Common & preferred shares outstanding 58,396,428 25,530,978
Reconciliation of EBITDA and adjusted EBITDA:
Netl loss and comprehensive loss for the period (1,580,680) (561,802) 
Amortization 7,944 5,212
Interest expense 224 20,038
EBITDA(1) (1,572,512) (536,552) 
Share-based compensation 258,944 11,608
Listing expenses 1,911 - 
Financing expenses 7,752 30,430
Acquisition related expenses 247,508 - 
Adjusted EBITDA(1) (1,056,397) (494,514) 

March 31, 
2021

December 31,
2020

$ $
Cash & cash equivalents 5,848,598 1,721,179
Trade and other receivables 2,808,263 118,796
Prepaid expenses and deposits 364,080 207,559
Goodwill 1,623,263 -                  
Total Assets 11,040,630 2,228,524
Trade payables and other payables 3,736,373 409,616
Unearned  revenue 345,760 94,700
Short-term loans 628,246 -                  
Total current liabilities 4,723,009 521,173
Total non-current liabilities 224,505 30,000

Total liabilities 4,947,514 551,173

Three months ended March 
31, 2020
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Note: 

(1) Non-GAAP measure. Earnings before interest, taxes, depreciation and amortization (“EBITDA”) and Adjusted EBITDA 
should not be construed as alternatives to net income/loss determined in accordance with IFRS. EBITDA and Adjusted 
EBITDA do not have any standardized meaning under IFRS and therefore may not be comparable to similar measures 
presented by other issuers. The Company defines EBITDA as earnings before interest, taxes, and amortization. 
Adjusted EBITDA is defined as EBITDA before share-based compensation, listing and acquisition related expenses. 
The Company believes that EBITDA and Adjusted EBITDA is a meaningful financial metric for investors as it adjusts 
income to reflect amounts which the Company can use to fund working capital requirements, service future interest 
and principal debt repayments and fund future growth initiatives. 

 

Q1 2021 Financial Highlights  

 Total revenue for the three months ended March 31, 2021 was $75,761, a decrease of 27% over the 
same period in the prior fiscal year.  

 Electronic software license and maintenance sales revenues accounted for 89% (81% for the same 
period in 2020) of total revenues. Professional services revenue accounted for 11% (19% for the same 
period in 2020) of total revenues. 

 Electronic software license and maintenance sales revenue was $67,756 for the three months ended 
March 31, 2021, compared to $83,968 over the same period in the prior year. 

 Professional services sales revenue was $8,005 for the three months ended March 31, 2021, compared 
to $19,371 over the same period in the prior year. 

 Gross margin was 88.3% in Q1 2021, compared to 88.9% over the same period in the prior year. 

 Adjusted EBITDA was $(1,056,397) for the three months ended March 31, 2021 compared to $(494,514) 
over the same period in the prior year. 

 Cash $ cash equivalents on March 31, 2021 was $5,848,598 compared to $1,721,179 on the same date 
in the prior year. 

 Cash used in operating activities for the three months ended March 31, 2021 was $1,158,455, compared 
to $205,579 during the same period in the prior fiscal year.  

 

Q1 2021 Operational Highlights 

 
 On January 13, 2021, the Company announced that it has received a patent pending with the United 

States Patent and Trademark Office to document a new form of continuous authentication. The 
application covers a continuous authentication method to validate and confirm the identity of a user 
during remote work. The process involves comparing the digital user’s distinct and unique patterns (i.e. 
keystrokes) with patterns previously collected, while enabling the user to work on a remote device 
and/or in a remote setting without any interruption. Plurilock’s latest continuous authentication method, 
as documented in the patent pending application, will enable companies to constantly authenticate the 
identity of their employees and staff even though the user is completely ‘invisible’ to them. 

 On January 15, 2021, the Company announced that it has entered into a non-exclusive Reseller 
Agreement with X10 Networks Inc., (“X10”) a leading provider of network engineering solutions. 

 On January 18, 2021, 1,262,000 restricted common shares that had a four-month holding period since 
the completion of the 2020 QT expired and were released. 

 On January 21, 2021, Plurilock began trading on the Over-the-Counter Market OTCQB Venture Market 
("OTCQB") under the ticker “PLCKF”. On March 1, 2021, Plurilock received approval from the Depository 
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Trust Company (“DTC”) to make their shares eligible on the OTC, allowing United States investors to 
clear their trades seamlessly under the ticker “PLCKF”. 

 
 On January 29, 2021, the Company announced that it had entered into a Reseller Agreement with 

Tantallon Ltd. (“Tantallon”), a UK-based distributor of cyber defense solutions.  

 On February 4, 2021, Plurilock announced the appointment of US Vice Admiral, Jan E. Tighe, to the 
Company’s Advisory Board. 

 On February 18, 2021, Plurilock announced the closing of its non-brokered private placement consisting 
of the issuance of 7,914,732 units at a subscription price of $0.45 per unit, for aggregate gross proceeds 
to the Company of approximately $3.56 million.  

 On February 26, 2021, due to strong investor demand, Plurilock closed a second non-brokered private 
placement consisting of the issuance of 3,326,004 units at a subscription price of $0.48 per unit, for 
aggregate gross proceeds to the Company of approximately $1.6 million. 

 On March 15, 2021, Plurilock announced the addition of Molly Falconer de Ramel to its board of directors. 

 On March 25, 2021, the Company announced that it had entered into a master OEM agreement with 
Baco Holdings, doing business as “Untangl”, a leading contact center technology solutions provider to 
integrate and resell Plurilock’s products. 

 On March 31, 2021, Plurilock, completed the acquisition of Aurora Systems Consulting Inc. (”Aurora”), 
a provider of advanced cybersecurity technology and services based in California, USA. The Company 
acquired all of the outstanding securities of Aurora. Pursuant to the terms of the definitive agreement, 
Plurilock paid Aurora and the shareholder of Aurora, an aggregate consideration of US$1.5 million, which 
includes a performance-based earnout of US$300,000 in common shares of Plurilock. In addition, upon 
closing of the acquisition, US$90,000 of the consideration was placed in escrow for 12 months to satisfy 
any indemnification obligations to the Company, as well as any purchase price adjustments pursuant to 
the terms of the definitive agreement. 

 In Q1 2021, Plurilock granted a total of 500,000 stock options to various employees and directors of the 
Company. 

 

Company 

Overview  

Plurilock is an identity-centric cybersecurity solutions provider to businesses. 

Cybersecurity has become an identity-driven discipline, and identity-driven solutions are needed to combat 
today’s pressing threats, comply with regulation, and ensure the safety of contemporary business 
environments. Plurilock’s vision is to meet this need by delivering solutions that combine next-generation 
identity technologies with best-of-breed cybersecurity tools, all delivered with a customer-obsessed focus.  

Plurilock is headquartered in Victoria, B.C., Canada with sales offices in U.S.A and India. The Company’s 
website is www.plurilock.com.  

PSI has the following material, directly or indirectly, wholly owned subsidiaries:  

1. Plurilock Security Solutions Inc. (‘PL”) a company incorporated under the laws of British Columbia, 
Canada;  

2. Plurilock Security Corp. (“PLUS”), a company incorporated under the laws of the State of Delaware, 
U.S.A.; and 

3. Aurora Systems Consulting Inc. (“Aurora”), a company incorporated under the laws of the State of 
California, U.S.A. 
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Effective with the Aurora Acquisition, Plurilock has started operating two business divisions, the Technology 
Division and the Solutions Division. The Technology Division, operated under the legacy Plurilock brand, 
builds and operates Plurilock’s own proprietary products. The Technology Division is operated by the 
Company, PL and PLUS. The Solutions Division, created after the March 31, 2021 acquisition of Aurora, 
offers Aurora’s services and resells cybersecurity industry products and technologies to meet customer 
needs. The Solutions Division is separately operated by Aurora. 

Technology Division 

At Plurilock’s heart is the ability to recognize individuals and verify identities using cutting-edge behavioral 
biometric signatures, each generated by applying machine learning in the background to personal behavioral 
and input patterns, physical location, and other contextual data, as users do their normal work. Plurilock 
joins this capability to industry-leading products and services in powerful solutions that secure the systems 
and attack surfaces that are of greatest cybersecurity concern in today’s enterprises—all without requiring 
new user training, authentication steps, security hardware, or helpdesk support.   

Solutions Division 

Aurora supports clients’ business-critical applications with a deeply consultative approach to cybersecurity, 
combining partner-provided solutions with in-house security services to help clients address the complex 
challenges of cybersecurity. Aurora sells both hardware and packaged software and offers both expert 
professional services and long-term managed services capabilities.  

 

Principal Products and Services  

Technology Division 

Plurilock offers a core, multiple-patent-protected technology that confirms user identity without passwords, 
numeric MFA codes, fingerprints, or other common identity confirmation technologies. This enables robust 
control of access to key systems and data resources while eliminating obstacles that hamper adoption of 
other security tools. It does this by: 

● observing user keyboard behavior, pointer behavior, physical location, machine identity, network 
context, and other factors on an ongoing basis and in real time, 

● analyzing this data using machine learning techniques to generate a unique and evolving identity 
signature for each distinct user as work happens, and 

● leveraging this identity signature to grant or deny access as appropriate, every few seconds 
throughout the workday, without additional user or administrator steps. 

This core capability is incorporated directly into Plurilock’s two branded products: 

● Plurilock DEFEND, an enterprise continuous authentication platform that confirms user identity or 
alerts security teams to detected intrusions in real time, as regular work is carried out, without 
otherwise inconveniencing or interrupting users; and  

● Plurilock ADAPT, a standards-based login multi-factor authentication (MFA) platform that provides 
added login security without relying on fingerprint scans, SMS codes, authenticator apps, hardware 
tokens, or other intrusive legacy MFA requirements.  

Solutions Division 

Aurora provides an extensive line of best-of-breed, Tier-1 cybersecurity technologies, services and products 
covering each of the major service areas and risk areas in cybersecurity along with enterprise service 
provision to manage these product deployments and their integration and operation. 

The combination of Plurilock’s next-generation technology offerings and Aurora’s stable of cybersecurity 
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capabilities enables the creation of enterprise-reading, single-provider solutions that cover traditional, 
organization-wide cybersecurity requirements while also providing cutting-edge capabilities to address 
emerging threats.  

 

Operations 

Plurilock currently sells to larger enterprise and government customers. For this reason, sales cycles are 
relatively long and unpredictable as well as seasonal. There may be fluctuations in sales and cash flow in 
quarters during which large sales are completed. Plurilock does not anticipate any effects on major aspects 
of the business over the next 12 months resulting from termination or renegotiation of contracts. 

Plurilock’s employees have deeply rooted domain knowledge of the regional and global cybersecurity 
industry, which provides a competitive advantage through its specialized software architecting and 
development skills and its sales, training and support capabilities. As of the date hereof, Plurilock has 41 full 
and part-time employees.  

Sales, support, and information technology software development offices are located and managed at 
Plurilock’s two division offices. Plurilock will add regional sales offices as required and will continue to rely 
on securing channel partners in markets where Plurilock does not maintain a sales force. These partners in 
local markets conduct in-person sales, support, and account relations activity in close collaboration with 
Plurilock to ensure client satisfaction and retention.   

Plurilock develops its products using employed software developers, as well as retaining specialized sub-
contractors on a case-by-case basis. The Company holds several patents, related to our core intellectual 
property and is actively filing for additional. Plurilock technologies and services depend on a variety of “open 
source” software tools, applications, and libraries. The continued availability of these tools, applications, and 
libraries under appropriate commercially compatible licences is important to the segment. 

Plurilock's most important intangible assets are its intellectual property, maintained as a body of trade 
secrets in the form computer code, and the practical knowledge and experience of behavioural biometrics 
methods and approaches gained through operational experimentation. 

 

Markets 

Plurilock is directly focused on business-to-business (“B2B”) sales in the North American market, particularly 
the United States and Canada, where there are some 65 million white-collar employees.1 In particular, 
outbound sales efforts for both divisions target three markets in North America aggressively: 

1. Federal government sales.  Plurilock and its holdings have multiple existing contracts with both 
U.S. and Canadian federal government agencies and maintain current a number of procurement 
vehicles, including a NASA Solutions for Enterprise-Wide Procurement contract, a Government-Wide 
Acquisition Contract, and a General Services Administration STARS-II contract to enable the conduct 
of business with US Federal agencies such as the US Department of Defense, US Air Force, and US 
Department of the Navy. 

2. State, local, and education (“SLED”) sales. Plurilock and its holdings maintain procurement 
vehicles, expertise, and existing relationships to sell to public sector and critical infrastructure 
organizations below the federal level, representing an expanding area of aggressive focus. Available 
procurement vehicles include multiple California Multiple Awards Schedule (“CMAS”) contracts, with 
recently closed SLED business that includes the California State Teachers’ Retirement System and 
the California Department of Motor Vehicles. 

 
1 Kaiser Family Foundation, www.kff.org/other/state-indicator/blue-and-white-collar-
workers/?dataView=1&currentTimeframe=0&sortModel=%7B%22colId%22%3A%22Location%22%2C%22sort%22%3A%22asc%22%7D 
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3. Commercial entity sales. Key verticals in the commercial market space are marked by significant 
cyber-threat pressure and/or significant regulatory compliance requirements with regard to 
cybersecurity, data safety, and privacy. Plurilock sells to commercial entities facing either of these 
realities.  

 

Go to Market 

Plurilock is highly focused on B2B sales and goes to market by identifying prospects in federal government 
and SELD verticals, and regulated commercial organizations that: 

● Face significant IT & cybersecurity risks and requirements; 

● Face significant regulatory and compliance pressure to address such cybersecurity risks and 
liabilities; and 

● Demonstrate or show evidence of budgetary allocations to enable such purchases. 

 
Sales Strategy 

Plurilock pursues these clients with a “land and expand” sales model that combines the resale of third-party 
products with upselling/cross-sales of high-margin services and Plurilock’s own high-margin recurring 
revenue products. Any initial sale forms the basis of a business relationship that enables subsequent, more 
lucrative sales.  

Plurilock’s sales process relies on an organic force of specialized B2B sales representatives, a well-considered 
sales strategy, and extensive support from marketing teams, infrastructure, and initiatives: 

 Sales representatives retain and grow their customer base by maintaining close, meaningful 
relationships with their clients, partners, and team members. This direct engagement generates on-
the-ground expertise that enables effective prioritization and decision-making, producing high rates 
of customer satisfaction. 

 Partnerships are signed, maintained, and promoted with pride and similarly close contact, enabling 
relationship priority in pricing, knowledge distribution, and other kinds of access. Marketing of these 
partnerships prioritizes brand consistency and leveraging partner relationships to enable thought 
leadership when engaging key decision-makers. 

 In addition to its force of B2B sales representatives, Plurilock may in the future add touchless self-
service purchasing options operated through its corporate website, with self-service options serving 
as supplements to, rather than replacements for, expert B2B sales labor. 

Marketing expenses, excluding employee labor costs, are currently centered heavily on software, 
infrastructure, and advertising expenses including inbound sales such as website & other advertising 
platforms; outbound direct sales and event-driven sales.  

 

Growth Strategy 

Plurilock employs a multi-pronged strategy to ensure continued rapid growth: 

 Organic acquisition of new customers through referrals. Plurilock retains existing customers 
by maintaining deep engagement, including in-person sales and engineering team visits to develop 
and refine security strategy and client relationships. These positive relationships, combined with 
product line breadth, enable increased customer base penetration and expansion to adjacent 
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markets through references and organic word-of-mouth marketing. 

 Channel partners to accelerate awareness. In regions without a direct Plurilock presence, 
Plurilock employs channel partners to drive awareness and empowers these channel partners with 
regular close interaction and a deep library of marketing and sales collateral. 

 Strategic acquisition of synergistic companies. Plurilock continues to pursue strategic 
acquisitions that enhance its go-to-market and sales capabilities. The acquisition of Aurora, which 
provided Plurilock with an already extremely successful sales organization and extensive stable of 
best-of-breed cybersecurity products to enable comprehensive solutions provision and cross-sale 
capabilities, is broadly representative of Plurilock’s strategy to: 

o enable the provision of the more comprehensive, single-provider solution set for which the 
market is increasingly calling, and 

o add complementary capabilities that accelerate adoption and sales of core Plurilock 
technologies and the integration of these technologies into delivered solution. 

Future acquisitions may include, but are not limited to, those that add new capabilities in cloud and 
remote work security, capabilities in managed and professional services provision, and core 
technologies or intellectual property able to further enhance the utility and differentiation of core 
Plurilock products and technologies.  

 

Acquisition Strategy 

Plurilock’s growth strategy also includes completing strategic acquisitions. In assessing the suitability of 
potential acquisition targets (“PAT”), Plurilock considers numerous operational and strategic factors as they 
relate to Plurilock which may include, amongst others, the following: enhanced, additional and diversified 
product offerings and customer lists; strong brands and intellectual property; additional sales channel and 
partnerships; new revenue streams in adjacent market segments; and accretive revenue and costs 
synergies.  

To date, Plurilock has made one such acquisition, that being Aurora. There is significant competition for PATs 
due to the dynamic nature of the security industry. Valuations for PATs are at an all-time market high and 
Plurilock may need to pay a premium to acquire desirable PATs. In North America, there are several hundred 
companies that fit the PAT profile identified by Plurilock, but some many have not achieved the revenue 
scale, or product-market-fit to make them accretive to Plurilock’s core business.  

Plurilock’s acquisition model is expected to include paying for acquisitions with a combination of cash, shares, 
and earn-out payments (debt). Acquisitions may also be structured to accommodate the continued 
involvement for the vendor and the retention of individuals key to the success and viability of the acquired 
firm. The structure of Plurilock’s acquisitions, including the proportion of cash, shares, and earn-out 
payments/debt as consideration are subject to deal specific factors including business, legal, and tax advice, 
and are reviewed and approved by the Board. 

Plurilock does not necessarily envision integrating newly acquired businesses under one common corporate 
brand. Instead, Plurilock’s strategy may include maintaining the value created by the vendor by retaining 
the identity, specialization, and other success factors of the target firm within its local market. Each PAT will 
be reviewed and negotiated separately.  
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Overall performance and discussion of operations  

 
COVID-19 Impact on Operations and Financial Position  

In March 2020, the World Health Organization declared the coronavirus (specifically identified as “COVID-
19”) a global pandemic. The Covid-19 spread has had a limited impact on the Company’s operations. All 
employees have switched to working remotely during this time. The Company has resources available to 
fulfill its customers’ deliverables. The Company does not expect that the impact of COVID-19 will materially 
affect its business and financial results. The Company believes its response plan represents its positive 
contribution to the society and the business community. 

 

Revenue  

Effective with the Aurora Acquisition, Plurilock has started operating two business divisions, the Technology 
Division and the Solutions Division. The Technology Division, operated under the legacy Plurilock brand, 
builds and operates Plurilock’s own proprietary products. The Technology Division is operated by the 
Company, PL and PLUS. The Solutions Division, created after the March 31, 2021 acquisition of Aurora, is 
separately operated by Aurora and offers services and resells cybersecurity industry products and 
technologies to meet customer needs.  

As the Aurora Acquisition was completed on March 31, 2021, for the three months ended March 31, 2021, 
all revenue was reported under the Technology Division. Under both the Technology Division and the 
Solutions Division, revenue is generated from the below three sources: 

1. Hardware and physical software sales 

a. Hardware and physical software sales revenues are comprised of products that proactively 
prevent, secure and manage advanced cybersecurity threats and malware for customers. 

2. Electronic software license and maintenance sales 

a. Electronic software and maintenance sales revenues are comprised of fees that provide 
customers with access to propriety and third-party software licenses and related support 
and updates during the term of the customer agreements.  

3. Professional Services 

a. Professional Services are generally on either a fixed fee, milestone based, time & material 
or subscription basis. These services are generally distinct from other goods or services that 
the Company might provide to the same customer under the same or separate contracts.  

 

The following table shows the details of revenues from operations for the three months ended March 31, 
2021 and 2020:  
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Increase/
-Decrease %

$ % $ % %

Electronic software license and maintenance 67,756 89% 83,968 81% -19%
Professional services 8,005 11% 19,371 19% -59%
Total revenue 75,761 100% 103,339 100% -27%

For the three months ended March 31, 

2021 2020

 

Plurilock generated $75,761 of total revenue in the three months ended March 31, 2021, a decrease of 27% 
over the same period in the prior year. During Q1 2021, electronic software license and maintenance revenue 
accounted for 89% (81% in Q1 2020) of total revenues while professional services revenues accounted for 
11% (19% in Q1 2020) of total revenues. The Company continues to focus its growth strategy on increasing 
its three revenues streams, organically and through acquisitions.  

Gross Profit and Gross Margin  

The following table summarizes gross profit and gross margin from operations for the three months ended 
March 31, 2021 and 2020: 

2021 2020
$ $

Revenue 75,761                          103,339                    
Cost of sales (8,889)                           (11,482)                    
Gross profit 66,872                          91,857                      

Gross profit (%) 88.3% 88.9%

For the three months ended March 31,

 

 

Gross profit as a percent of revenue for the three months ended March 31, 2021 decreased to 88.3% versus 
88.9% compared to the same period in 2020.  

Gross profit depends on the product mix and costs of sales for the reporting period. Cost of sales include 
expenses related external cloud-based server providers, project management & customer support staff and 
third-party subcontractors.  

Research and Development Expenses (“R&D”) 

The following table is a breakdown of the Company’s R&D related expenses for the three months ended 
March 31, 2021 and 2020:  
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2021 2020
$ $

Communication & IT services 46,101                   32,331                      
Contractors 52,433                   —                             
Government assistance (41,228)                 (43,136)                     
Office & general 1,092                     1,465                        
Salaries & benefits 231,616                 200,953                    
SRED tax credits (277)                       (76,723)                     
Travel & entertainment —                           2,059                        
COGS allocation (16,064)                 (15,927)                     

273,673                 101,022                    

For the three months ended March 31,

 

For the three months ended March 31, 2021, Plurilock’s R&D expenses of $273,673 primarily include salaries 
& benefits, consulting & contractor fees, and communication & IT services net of $41,228 funding from the 
Canadian National Research Council (“NRC”) Industrial Research Assistance Program (“IRAP”) (in Q1 2020, 
$39,962 IRAP and $3,174 from the Government of Canada under the Temporary Wage Subsidy (“TWS”) 
program for the relief of the COVID-19 pandemic). 

R&D expenses may continue to increase in the future as the Company seeks to evolve and improve its 
behavioral biometrics authentication platform, invest in creating new technology and products that will 
enhance the Company’s value proposition to customers and provide additional revenues. 

 

Sales and Marketing expenses (“S&M”) 

The following is a breakdown of the Company’s S&M related expenses for the three months ended March 
31, 2021 and 2020:  

2021 2020
$ $

 
Advertising and promotion 20,112                   1,081                    
Communication and IT services 21,480                   8,067                    
Contractors 64,347                   11,814                   
Government assistance —                           (910)                      
Marketing 14,701                   4,827                    
Office and general 1,140                     2,643                    
Salaries & benefits 177,862                 175,988                 
Commissions 4,610                     6,283                    
Travel & entertainment —                           614                       

304,252                 210,407                 

For the three months ended March 31, 

 

 

For the three months ended March 31, 2021, the Company’s S&M expenses of $304,252 primarily include 
salaries & benefits, consulting & contractor fees, and marketing. The increase of S&M expenses is a result 
of the increased contractor performed marketing and advertising activities. 

Sales & marketing expenses may continue to increase in the future as the Company seeks to execute on its 
sales growth strategy with the addition of more sales & marketing staff, both organically and through 
acquisitions.  
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General and Administrative expenses (“G&A”) 

The following table is a breakdown of the Company’s G&A related expenses for the three months ended 
March 31, 2021 and 2020:  

2021 2020
$ $

Amortization expense 7,944                   5,212                     
Bad Debt 22,000                 —                          
Communication and IT services 12,964                 10,970                   
Contractors 53,490                 80,077                   
Government assistance —                          (546)                      
Insurance 4,988                   6,512                     
Office and general 10,658                 9,365                     
Professional fees 149,328               135,986                 
Public Market 159,109               —                          
Salaries & benefits 106,172               53,800                   
Travel & entertainment 26                         12,876                   

526,679               314,252                 

For the three months ended March 31,

 

For the three months ended March 31, 2021, G&A expenses of $526,679 primarily include professional fees 
(audit & accounting, legal and corporate finance), public market expenses (regulatory filing and investor 
relations expenses), salaries & benefits, and contractor fees. The increase in G&A expenses compared to 
the prior year primarily related to increased public market related expenses. 

 

Share-based compensation  

During the three months ended March 31, 2021, the Company recognized $258,944 of share-based 
compensation expense ($11,608 in Q1 2020). The increase in share-based compensation expenses for the 
three months ended March 31, 2021 compared to the prior year was a result of additional options granted 
during Q4 2020. 

 

The Company issued stock options to directors and employees in 2021 and 2020. The fair value of these 
options, as determined on the date of grant, is being recognized as an expense of the vesting periods of the 
options. See Note 16 of the March 31, 2021 condensed interim consolidated financial statements for further 
information.  

 

Liquidity and capital resources 

 
Cash and cash equivalents  

As at March 31, 2021 and December 31, 2020, the Company had $5,848,598 and $1,721,179 of cash and 
cash equivalents.  

Operating activities  

During the three months ended March 31, 2021 and 2020, the Company used 1,158,455 and $205,579 of 
cash on operating activities. 
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Investing activities 

During the three months ended March 31, 2021 and 2020, the Company obtained $41,007 and used $3,211 
of cash on investing activities.  

Financing activities  

During the three months ended March 31, 2021, the Company generated cash of $5,267,626 from financing 
activities ($817,373 in Q1 2020). The Company completed its two rounds of non-brokered private placement 
financing consisting (1) the issuance of 7,914,732 units at a subscription price of $0.45 per unit, for 
aggregate gross proceeds to the Company of $3.56 million and (2) the issuance of 3,326,004 units at a 
subscription price of $0.48 per unit, for aggregate gross proceeds to the Company of $1.60 million.  

 

Trade and other receivables  

 

The following table shows the details of the Company’s trade and other receivables at March 31, 2021 and 
2020: 

March 31, December 31,
2021 2020

$ $

Trade receivables 2,747,250         40,450             
Other receivables 61,013              78,346             

2,808,263         118,796            

 

Trade receivables as at March 31, 2021 included balance of $2,747,250 acquired from Aurora. As at March 
31, 2021 $792,802 of the trade receivables balance is over 90 days past due (nil as at December 31, 2020). 
As at March 31, 2021 55% (100% as at December 31, 2020) of the trade receivable balances are owing 
from 5 customers (1 customer as at December 31, 2020). The Company evaluates credit losses on a regular 
basis based on the aging and collectability of its receivables. At March 31, 2021, the Company recorded 
$167,799 as allowance for doubtful accounts ($ 145,800 as at December 31, 2020 for the same customer). 

Inventory   

March 31, December 31,
2021 2020

$ $
Finished goods 197,190            —                     

197,190            —                     

 

Inventory balance as at March 31, 2021 of $197,190 was acquired from Aurora. All inventory is expected to 
be sold within the next three months. 
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Trade and other payables  

 

The following table summarizes the Company’s trade and other payables as at March 31, 2021 and 2020:  

March 31, December 31,
2021 2020

$ $

Trade payables 3,156,902         208,789           
Accrued liabilities 454,549            174,721           
Payroll liabilities 124,922            26,106             

3,736,373         409,616            

 

Trade payables as at March 31, 2021 included balance of $2,838,020 acquired from Aurora. Accrued 
liabilities balance as at March 31, 2021 includes deferred Aurora acquisition costs of $283,455 (USD 
$225,000) equaling performance-based earnout shares to be paid to the vendor. Payroll liabilities balances 
were related to vacation payable that included $77,688 acquired from Aurora. 

 

Unearned revenue 

March 31, December 31,
2021 2020

$ $

Balance, opening 94,700              138,659           
Amounts received —                      159,502           
Revenue recognized (37,869)            (203,461)          
Acquired through acquisition 288,928            
Balance, closing 345,759            94,700              
 

Unearned revenue as at March 31, 2021 consisted Plurilock’s customer contract revenue earned for goods 
or services which have not yet been delivered and included $288,928 acquired from Aurora.  

The balance from Aurora consisted the Paycheck Protection Program (“PPP”) loan obtained from the 
Coronavirus Aid, Relief, and Economic Security Act (“CARES Act”). Repayment of the CARES Act loan is 
guaranteed by the U.S. Small Business Administration (“SBA”). The PPP loan has a 1.00% interest rate and 
matures on April 20, 2022. The PPP loan is eligible for forgiveness if the proceeds are used for qualified 
purposes within a specific period and if at least 60% is spent on payroll costs. Aurora has used all of the 
proceeds for the PPP loan for qualified purposes according to the CARES Act and SBA regulations. The loan 
is fully forgiven in April 2021. 

 

 

 



 
 
Plurilock Security Inc. 
March 31, 2021 
Page 16 

 

Short-term loans 

 

March 31, December 31,
2021 2020

$ $

Line of Credit 628,246            —                     
—                     

628,246            —                     

  

Short-term loan of $628,246 as at March 31, 2021 consisted of a line of credit (“LOC”) with Wells Fargo 
Bank that was acquired as part of the Aurora Acquisition. The LOC bore interest rate at the bank’s prime 
lending rate at 5%. Aurora repaid the LOC in full in April 2021. 

 

Long-term loans 

March 31, December 31,
2021 2020

$ $

SBA Loan 194,505            —                     
194,505            —                     

 

Long-term loan of $194,505 as at March 31, 2021 consisted a loan acquired from Aurora as part of the 
business combination. In March 2020, the World Health Organization declared the coronavirus (specifically 
identified as “COVID-19”) a global pandemic. On June 9, 2020, the United States Small Business 
Administration (“SBA”) provided funds (“SBA Loan”) to Aurora under the Economic Injury Disaster Loan 
(“EIDL”) assistance program in light of the impact of the COVID-19 pandemic. The principal amount of the 
SBA Loan is USD 150,000 with proceeds to be used for working capital purposes. Interest accrues at 3.75% 
per annum. Installment payments, including principal and interests, are due monthly beginning June 9, 2021 
(twelve months from the date of the SBA Loan) in the amount of USD 731 per month. The balance of 
principal and interest is payable in full thirty years from the date of the SBA Loan. In connection therewith, 
Aurora received an additional USD 10,000 advance, which does not have to be repaid. 

 

Government Loan 

On April 15, 2020, the Company was approved for a $40,000 LOC with Royal Bank of Canada under the 
Canada Emergency Business Account (“CEBA”) program funded by the Government of Canada to aid with 
economic effects resulting from COVID-19. The CEBA LOC is non-interest bearing, can be repaid at any time 
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without penalty until December 31, 2022. The Company had drawn $40,000 from the CEBA LOC on May 11, 
2020. On January 1, 2021, the outstanding balance of the CEBA LOC was automatically convert to a non-
revolving term loan ("CEBA Term Loan"). The CEBA Term Loan bears interest at 5% per annum starting on 
January 1, 2023 and matures on December 31, 2025. The CEBA Term Loan may be repaid at any time 
without notice to the lender or the payment of any penalty. If 75% of the CEBA Term Loan at the CEBA 
Term Loan Commencement Date is repaid on or before December 31, 2022, the repayment of the remaining 
25% of such CEBA Term Loan shall be forgiven ("Early Payment Credit"). As at December 31, 2020, the 
management had the plan to repay 75% of the CEBA Term Loan by December 31, 2022, therefore, 25% of 
the loan (or $10,000) had been recognized as Government Assistance and recorded as other income. As at 
March 31, 2021, the CEBA Term Loan balance remained at $30,000 and the Company still plans to repay 
75% if the CEBA Term Loan by December 31, 2022. 

 

Lease liability  
March 31, December 31,

2021 2020

$ $

Opening balance 16,857                  32,749              
Add: interest during the year 348                       2,407               
Less: payments during the year (4,575)                  (18,300)            
Balance at end of the year 12,630                  16,856              
Less: current portion of lease liability (12,630)                (16,856)            
Non-current portion of lease liability —                          —                     

 
 
Lease liability relates to the lease of an office space, which has a remaining lease term of nine months, and 
was discounted using an interest rate of 10%. During the three months ended March 31, 2021, the Company 
recognized $348 in interest expense on lease liability (three months ended March 31, 2020: $749), which 
is included in interest expense.  
 

Off balance sheet arrangements 

 

As at March 31, 2021 and the date of the MD&A, The Company does not have any off-balance sheet 
arrangements. 

Related party transactions 

 
Key management personnel are those persons having authority and responsibility for planning, directing 
and controlling the activities of the Company, directly or indirectly. Key management personnel include the 
Company’s Board of Directors and members of the executive team.  

The following table summarizes the related party transactions: 
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2021 2020
$ $

Wages, benefits and consulting fees 144,357               239,372             
Share-based compensation expense* 208,922               8,132                 

353,279               247,504             
Note:

* Reflects the amount recorded as expense in the condensed interim consolidated 
statement of loss and comprehensive loss.  The fair value of stock-based compensation is 
measured at grant date and is recognized as an expense over the vesting period.

For the three months ended March 31, 

 
 

Critical accounting estimates 

 

The preparation of financial statements in accordance with IFRS requires management to make judgments, 
estimates and assumptions that affect the application of accounting policies and the carrying amount of 
assets and liabilities, and disclosures of contingent assets and liabilities as at the date of the consolidated 
financial statements, and the recorded mount of revenues and expenses for the reporting period. These 
estimates are changed periodically, and as adjustments become necessary, they are reported in profit or 
loss in the period in which they become known.  

The significant accounting policies subject to such estimates that, in the Company’s opinion, could 
significantly affect the reported results or financial position, are as follows: 

 Going concern considerations 

The Company has financed its operating cash requirements primarily through the issuance of share 
capital. The Company’s ability to realize the carrying value of its assets and to continue as a going 
concern is based upon the continued support from the Company’s shareholders and the successful 
execution of the Company’s strategic plan to improve the scale and profitability of its business to achieve 
future profitable operations. It will be necessary for the Company to raise additional funds from time to 
time for the continued execution of its strategic plan. These funds may come from sources which include 
the issuance of shares, the issuance of debt or alternative sources of financing. During Q1 2021, the 
Company completed two rounds of non-brokered private placement financing totaling $5.16 million. As 
a result of the increase in cash and working capital as a result of the subsequent financing as well as 
the anticipated cash flows expected to be achieved from execution of the Company’s strategic plan in 
2021, management has concluded that there is no material uncertainty with respect to the Company’s 
ability to continue as a going concern during the current fiscal year.  

 Revenue recognition, contracts with multiple performance obligations  

The Company enters into contracts with its customers that may include promises to transfer multiple 
subscription services and services. A performance obligation is a commitment in a contract with a 
customer to transfer products or services that are distinct. Determining whether products and services 
are distinct performance obligations that should be accounted for separately or combined as one unit of 
accounting may require significant judgment.  

The Company’s subscription services are distinct as such services are often sold separately. In 
determining whether services are distinct, the Company considers the following factors for each type of 
services agreement: the availability of the services from other vendors; the nature of the services; and 
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the timing of when the services contract was signed in comparison to the start date of any related 
subscription services. 

The Company allocates the transaction price to each distinct performance obligation on a relative 
standalone selling price ("SSP") basis. The SSP is the price at which the Company would sell a promised 
product or service separately to a customer. Judgment is required to determine the SSP for each distinct 
performance obligation. In certain cases, the Company is able to establish SSP based on observable 
prices of products or services sold separately in comparable circumstances to similar customers. The 
Company generally uses a range of SSP when it has observable prices.  

If SSP is not directly observable, for example when pricing is highly variable, the Company uses a range 
of SSP. The Company determines the SSP range using information that may include market conditions 
or other observable inputs. The Company may have more than one SSP for individual products and 
services due to the stratification of those products and services by customer size, geography, and the 
other factors noted above. 

 Valuation of share-based compensation 

The Company uses the Black-Scholes model to value share options issued to employees. The model’s 
estimates include inputs that require management estimates and judgement, such as volatility of the 
underlying equity instruments, forfeiture rate and expected life of stock options. 

 Carrying values of allowances for unrecoverable accounts receivable  

Management estimates the allowance for doubtful accounts as it relates to trade and other receivables 
based on the expected credit losses. 

 Recoverability of tax credits 

In prior year comparative figures, the Company accrued refundable incentive tax credits earned through 
the Scientific Research and Experimental Development (“SRED”) program administered through the 
Canada Revenue Agency (“CRA”). The recoverability of qualified expenditures is based on the results of 
the assessment by the CRA. Management estimates the recoverable amount of research and 
development costs based on experience with prior assessments under the program. 

The Company also accrues tax credits through the Employee Retention Credit (“ERC”) program through 
the Internal Revenue Service (“IRS”) as part of the Coronavirus Tax Relief initiatives. The recoverability 
of qualified wages is based on the result of the assessment by the IRS. Management assesses the 
recoverable amount of the ERC based on the IRS’ published guidance and best estimates. 

 

The critical judgments that the Company’s management has made in the process of applying the Company’s 
accounting policies, apart from those involving estimates above, that has the most significant effect on the 
amounts in the Company’s condensed interim consolidated financial statements, are related to: 

 Determination of the functional currency of the Company and its subsidiaries; 

 Determination of the stand-alone selling prices for the licenses. 

 

Financial instruments and other instruments 

 
The Company’s financial instruments consist of cash and cash equivalents, trade and other receivables, 
trade and other payables, short-term loans, long-term loans and government loan. 
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Cash and cash equivalents, tax credits receivable and trade and other receivables are classified as financial 
assets at amortized cost and are initially recognized at fair value and subsequently carried at amortized cost 
less any impairment. The carrying value of these financial assets approximates their fair value due to the 
relatively short period to maturity.  

Trade and other payables, short-loans, long-term loans, and government loan are classified as financial 
liabilities at amortized cost and recognized at fair value and subsequently carried at amortized cost. The 
carrying value of these other financial liabilities approximates fair value due to the relatively short period to 
maturity.  

 

Financial risk management  

Management and monitoring of financial risks is performed by the Company’s management, which manages 
all financial exposures. The Company is exposed to various financial risks through its financial instruments: 
credit risk, liquidity risk and market risk (including currency risk, interest rate risk and other price risk). The 
following analysis enables users to evaluate the nature and extent of the risks at the end of each reporting 
period.  

(a) Credit risk 

Credit risk is the risk that one party to a financial instrument will cause a financial loss for the other party 
by failing to discharge an obligation. The Company’s significant financial assets include cash and cash 
equivalents, accounts receivable, and tax credits receivable. The Company mitigates credit risk on cash by 
placing it at a credit-worthy financial institution. Tax credits receivable and other receivables are due from 
the Government of Canada. The carrying amounts of the financial assets represent the Company’s maximum 
credit exposure: 

March 31, December 31,
2021 2020

$ $

Cash and cash equivalents 5,848,598         1,721,179         
Accounts receivable 2,808,263         118,796           
Tax credits receivable 56,773              69,243             

8,713,634         1,909,218          

(b) Interest rate risk 

Interest rate risk is the risk that the fair value or future cash flows of a financial instrument will fluctuate 
because of changes in market interest rates. Interest rates of the Company’s short-term loans and loans 
payable to related parties are fixed; as a result, the Company is not subject to significant interest rate risk.  
Interest rate on the Company’s cash deposits and guaranteed income certificates held at the bank is nominal. 

(c) Liquidity risk 

Liquidity risk refers to the risk that the Company will not be able to meet its financial obligations when they 
become due or can only do so at excessive costs. The Company’s ability to continue as a going concern is 
dependent on management’s ability to raise required funding through future equity issuances and through 
short term borrowing. The Company’s approach to managing liquidity risk is to provide reasonable assurance 
that it will have sufficient funds to meet liabilities when due, through cash flows from its operations and 
anticipating any investing and financing activities. The Company manages its liquidity risk by forecasting 
cash flows required for operations and anticipated financing activities. Management and the Board of 
Directors are actively involved in the review, planning and approval of significant expenditures and 
commitments.  
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(d) Currency risk 

Currency risk is the risk that the fair value or future cash flows of a financial instrument will fluctuate because 
of changes in foreign exchange rates. The Company enters into foreign currency purchase and sale 
transactions and has assets and liabilities that are denominated in foreign currencies. The Company is 
exposed to the financial risk of earnings fluctuations arising from changes in foreign exchange rates and the 
degree of volatility of these rates. The Company does not currently use derivative instruments to reduce its 
exposure to foreign currency risk. If the Canadian dollar to US dollar exchange rates were to 
increase/decrease by 5% relative to the rate for the period ended March 31, 2021, there would not be a 
significant impact to the net loss for the period. 

 

(e) Fair values 

Fair value is the price that would be received to sell an asset or paid to transfer a liability in an orderly 
transaction between market participants at the measurement date. Fair value reflects market conditions at 
a given date and, for this reason, may not be representative of future fair values or of the amount that will 
be realized upon settling the instrument. 

To the extent possible, the Company uses data from observable markets to measure the fair value of an 
asset or liability. Fair value measurements are established based on a hierarchy into three levels that 
categorizes the inputs to valuation techniques: 

Level 1 – Fair value measurement based on quoted prices (unadjusted) observable in active markets 
for identical assets or liabilities. 

Level 2 – Fair value measurement using inputs other than quoted prices included within Level 1 that 
are observable for the asset or liability, either directly (i.e. as prices) or indirectly (i.e. derived from 
prices). 

Level 3 – Fair value measurement using inputs that are not based on observable market data 
(unobservable inputs). 

The carrying value of cash and cash equivalents, trade and other receivables, and trade and other payables 
approximates their fair value due to the relatively short-term maturity of these financial instruments. The 
carrying value of debts and loans is initially recognized at fair value and subsequently measured at amortized 
cost using the effective interest method. 

 

Subsequent events  

 

(a) On April 29, 2021, Aurora’s PPP loan including US$199,830 in principal and US$2,053.81 in interest 
was forgiven. 

(b) On April 13, 2021 Aurora’s Wells Fargo Bank outstanding LOC totalling US$500,000 was repaid in 
full. 

(c) On May 9, 2021, the Company filed a preliminary short form base shelf prospectus (the 
“Prospectus”) with securities regulators in each of the provinces and territories of Canada, other 
than Québec. The Prospectus, when made final and effective, will enable Plurilock to offer, issue and 
sell up to $50 million of common shares, warrants, subscription receipts, debt securities and units 
or a combination thereof from time to time, separately or together, in amounts, at prices and on 
terms to be determined based on market conditions at the time of the offering and as set out in an 
accompanying prospectus supplement, during the 25-month period that the Prospectus, when made 
final, remain valid. 
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Disclosure of outstanding share data  

 

As of May 31, 2021, the Company has the following securities outstanding: 

Description Number Exercise Price Per Share and 
Expiry 

Common shares  59,206,989 NA 
Options    8,325,907 Exercise price from $0.2 to $0.67 

and which expire between 
February 2024 and February 
2031 

Warrants   12,565,757 Exercise price from $0.3 to $0.65 
and which expire between May 
2021 and February 2023 

Total diluted number of shares             80,098,653  

 

Risks and uncertainties  

 
The Company’s management believes that the following risks are among the most important in order to 
understand the issues that face its financial performance, business and its approach to risk management:  

1. Customer Concentration - The majority of the Company’s revenues are currently generated from a 
few customers. If economic or other factors were to change and thus impact these customers or the 
market, then the revenues of the Company would be negatively impacted. 

2. Ability to Predict Rate of Growth and Profitability – Plurilock focuses on several key performance 
metrics including, but not limited to, Revenue, Net Income (Loss), EBITDA and Adjusted EBITDA. 
Management believes that IFRS profitability will increase over time, however, due to the evolving SaaS 
business model and the unpredictability of its emerging and competitive category of security products, 
the Company may not be able to accurately forecast the rate of adoption of its services and hence its 
revenue growth and profitability. The Company bases its current and future expense levels and its 
investment plans on estimates of future revenue growth. Plurilock may not be able to adjust its spending 
quickly enough if the rate of new or renewed subscriptions falls short of its expectations. In addition, 
the intense competition the Company faces in the sales of its products and services and general 
economic and business conditions (including foreign exchange rates) can put pressure on it to change 
its prices. If Plurilock’s competitors offer deep discounts on certain products or services or develop 
products that the marketplace considers more valuable, the Company may need to lower its prices or 
offer other favorable terms in order to compete successfully. Any such changes may reduce margins 
and could adversely affect operating results. Plurilock’s operating results may also fluctuate significantly 
on a quarterly basis. Accordingly, period-to-period comparisons of its operating results may not 
necessarily be a meaningful indicator of future performance. 

3. Efforts to Sell to Larger Enterprise Customers – As Plurilock currently sells to larger enterprise and 
government customers, the Company could face greater costs, less favourable terms and conditions, 
greater due diligence, longer sales cycles, less predictability in completing some sales and greater 
fluctuation in sales and cash flow in quarters where these large deals conclude. In this market segment, 
the customer’s decision to use Plurilock’s products may be an enterprise-wide decision and, if so, these 
types of sales may require the Company to provide increased product discounts, additional global 
support and professional services, increased service level availability, greater levels of education and 
training regarding the use and benefits of the service, as well as education regarding privacy and data 
protection laws and regulations to prospective customers with international operations. As a result of 
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these factors, these sales opportunities may require Plurilock to devote greater sales support and 
professional services resources to individual customers, driving up costs and time required to complete 
sales and diverting sales and professional services resources to a smaller number of larger transactions. 

3. The Company is reliant on its key personnel – The Company’s success depends substantially on its 
small number of officers and executives. If the Company should lose the services of one or more key 
members of its executive, its ability to implement its business plan could be severely impaired.  

4. Dependence on Distribution Channels – Plurilock’s product and sales strategies include its ability to 
partner with successful distribution partners. The Company’s products may compete with other solutions 
developed and/or marketed by another distribution partner or otherwise lose favour with these partners. 
Its distribution partners may also cease or reduce marketing its products with limited or no notice and 
with little or no penalty. New distribution partners require extensive training and may take several 
months or more to achieve productivity. If any of its distribution partners elect to sell competing 
products, this could have a material adverse effect on the Company’s business, operating results and 
financial condition. In addition, if any of its distribution partners cease or reduce marketing our solutions 
and/or the Company fails to manage these important sales and distribution channels effectively, Plurilock 
may have to change its sales strategies, which could have a material adverse effect on its business, 
operating results and financial condition. 

5. Competition – It is possible that new competitors will enter the markets with products similar to those 
sold by Plurilock. Several competitors are marketing or have announced the development of products 
that could be in competition with Plurilock. In addition, as the Company develops new products, it may 
begin competing against companies with whom it did not previously compete. Such competitors may be 
able to develop and expand their products more quickly, adapt more swiftly to new or emerging 
technologies and changes in customer requirements, take advantage of acquisition and other 
opportunities more readily, devote greater resources to the marketing and sale of their services and 
products than Plurilock and place downward pressure on the pricing of its products. Accordingly, the 
entry of new competitors could have a material adverse effect on Plurilock’s business, financial condition 
and results of operations. Industry consolidation also may affect prices or demand for our products. 

6. Emerging Products and Technology – The market for Plurilock’s products is still emerging and 
continued growth and demand for, and acceptance of, these products remains uncertain. In addition, 
other emerging technology and products may impact the viability of the market for the Company’s 
products. Plurilock’s continued success will depend upon its ability to keep pace with technological and 
marketplace change and to introduce, on a timely and cost-effective basis, new and enhanced products 
that satisfy changing customer requirements and achieve market acceptance. There can be no assurance 
that Plurilock will be able to respond effectively to changes in technology or customer demands. 
Moreover, there can be no assurance that Plurilock’s competitors or current partners) will not develop 
competitive products or that any such products will not have an adverse effect upon Plurilock’s business, 
financial condition or results of operations.  

7. Cybersecurity – The Company relies on digital and internet technologies to conduct and expand its 
operations, including reliance on information technology to process, transmit and store sensitive and 
confidential data resulting in exposure to cybersecurity risks. Such risks may include unauthorized 
access, use, or disclosure of sensitive information, corruption or destruction of data, or operational 
disruption resulting from system impairment (e.g., malware). Third parties to whom the Company 
outsources certain functions, or with whom their systems interface, are also subject to the risks outlined 
above and may not have or use appropriate controls to protect confidential information. A breach or 
attack affecting a third-party service provider or partner could harm the Company’s business even if the 
Company does not control the service that is attacked. A compromise of the Company’s information 
technology or confidential information and third parties with whom the Company interacts, may result 
in negative consequences, including the reputational harm affecting customer and/or investor 
confidence, potential liability under privacy, security, consumer protection or other applicable laws, 
regulatory penalties and additional regulatory scrutiny, any of which could have a material adverse effect 
on the Company’s business, financial position, results of operations or cash flows. The Company 
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continues to place a significant focus on its cybersecurity technologies, processes and practices to protect 
its networks, systems, computers and data from attack, damage or unauthorized access. 

8. The Company relies on third parties to provide some of its services and its business will be 
harmed if it is unable to provide these services in a cost-effective manner - The Company relies 
heavily on third parties such as cloud computing service vendors and partners to provide some of its 
services. If these third parties were unable or unwilling to provide these services in the future, or if 
these third parties are ineffective at providing services, the Company would need to obtain such services 
from other providers. This could cause the Company to incur additional costs or cause interruptions in 
its business until these services are replaced.  

9. Acquisitions and integration of new businesses create risks and may affect operating results 
- The Company may acquire additional businesses. The Company’s M&A strategy involves a number of 
risks related to the realization of synergies and overall integration of the Company’s operations including 
but not limited to human resources, company culture, information technology, data integrity, 
information systems, business processes and financial management.  

10. Economic and Geo-Political Uncertainty - Current and future global economic and geo-political 
conditions remain volatile and uncertain. As a result, it is difficult to estimate the level of growth or 
contraction for the global economy as a whole. It is even more difficult to estimate economic growth or 
contraction in various sectors and regions, including the markets in which the Company operates. 
Because all components of the Company’s budgeting and forecasting are dependent upon estimates of 
growth or contraction in the markets it serves and the demand for its products and services, the 
prevailing economic uncertainties render estimates of future income and expenditures very difficult to 
make. Adverse changes may occur as a result of stagnant economic conditions, trade tensions and tariff 
uncertainty, political deadlock, nationalism and protectionism, wavering consumer confidence, 
unemployment, declines in stock markets, contraction of credit availability, declines in real estate values, 
or other factors affecting economic conditions generally. These changes may negatively affect the sales 
of the Company’s services and, therefore, may impact our ability to meet its targets for Revenue, Net 
Income (Loss), EBITDA, and Adjusted EBITDA. 

The COVID-19 contagious disease outbreak resulted in governments worldwide enacting emergency 
measures to combat the spread of the virus. These measures, which include the implementation of travel 
bans, self-imposed quarantine periods and social distancing, have caused material disruption to 
businesses globally resulting in significant economic uncertainty. These measures adopted by various 
governments worldwide could impact the Company’s business whether through supply chain or retail 
demand. However, at this time, it is not possible for the Company to reliably estimate the duration or 
magnitude of the adverse results of the outbreak and its impact on the Company’s financial results in 
future periods. The continued spread of the COVID-19 around the globe and the responses of 
governmental authorities and corporate entities, including through mandated or voluntary shutdowns, 
could lead to a prolonged general slow-down in the global economy with temporary disruptions and 
slowdowns to work forces and customers. The situation is dynamic and changing day-to-day, such that 
the Company will continue to monitor it closely as it develops and will take appropriate measures to 
mitigate any impact on the Company. 

11. Intellectual Property Protection – Plurilock’s revenue, cost of revenue, and expenses may suffer if 
it cannot protect its intellectual property rights, or if third parties assert that Plurilock violates its 
intellectual property rights. The Company relies upon patent, copyright, trademark and trade secret laws 
in Canada and the United States, and agreements with employees, customers, suppliers and other 
parties, to establish and maintain intellectual property rights in its Plurilock technology platform. 
However, the industry in which the Company competes may include new or existing entrants that own, 
or claim to own, intellectual property and the Company has received, and may receive in the future, 
assertions and claims from third parties that the Company’s products infringe on their patents or other 
intellectual property rights (see “Technology & Patent Portfolio” above). Litigation in the future may be 
necessary to determine the scope, enforceability and validity of third-party proprietary rights or to 
establish the Company’s proprietary rights. Any of the Company’s direct or indirect intellectual property 
rights could be challenged, invalidated or circumvented, or such intellectual property rights may not be 
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sufficient to permit Plurilock to take advantage of current market trends or otherwise to provide 
competitive advantages, which could result in costly or delayed product redesign efforts, discontinuance 
of certain product offerings or other competitive harm. Third parties also may claim that Plurilock or 
customers or partners indemnified by Plurilock are infringing upon their intellectual property rights. Even 
if the Company believes that the claims are without merit, the claims can be time-consuming and costly 
to defend and divert management’s attention and resources away from the business. Claims of 
intellectual property infringement also might require Plurilock to redesign affected products, enter into 
costly settlement or license agreements (if such licenses can be obtained on commercially reasonable 
terms, or at all) or pay costly damage awards, or face a temporary or permanent injunction prohibiting 
the marketing or selling certain of our products, which could result in the Company’s business, operating 
results and financial condition being materially adversely affected. 

12. Additional Patent Applications – The Company’s research and development activities and commercial 
success depend upon its ability to develop new or improved technologies and products and to 
successfully obtain patent or other proprietary or statutory protection for these technologies and 
products in Canada, the United States. The Company seeks to patent concepts, components, protocols 
and other inventions that are considered to have commercial value or that will likely yield a technological 
advantage. The Company owns rights to patented and patent pending technologies in Canada and the 
United States. However, the Company may not be able to develop new technology that is patentable, 
allowed claims may not be sufficient to protect the Company’s new technology, and patents may not be 
obtained by the Company in every jurisdiction where the Company’s products are sold. Furthermore, 
any patents issued could be challenged, invalidated or circumvented and may not provide proprietary 
protection or a competitive advantage. New entrants to the field may have been issued patents and may 
have filed patent applications or may obtain additional patents and proprietary rights, for technologies 
similar to those that the Company has made or may make in the future. Since patent applications filed 
before November 29, 2000 in the United States are maintained in secrecy until issued as patents, and 
since publication or public awareness of new technologies often lags behind actual discoveries, the 
Company cannot be absolutely certain that it was the first to develop the technology covered by its 
pending patent applications or that it was the first to file patent applications for the technology. In 
addition, the disclosure in the Company’s new patent applications, particularly in respect of the utility of 
its claimed inventions, may not be sufficient to meet the statutory requirements for patentability in all 
cases. As a result, there can be no assurance that the Company’s new patent applications will result in 
enforceable patents, nor can the breadth of allowed claims in the Company’s patents, and their 
enforceability, be predicted. Even if the Company’s patents are held to be enforceable, others may be 
able to design around these patents or develop products similar to the Company’s products that are not 
within the scope of these patents. 

13. Research and Development - Plurilock believes that it must continue to dedicate a significant amount 
of resources to its research and development efforts to maintain its competitive position. The Company 
recognizes the costs associated with these research and development investments earlier than the 
anticipated benefits, and the return on these investments may be lower, or may develop more slowly, 
than they expect. If Plurilock spends significant resources on research and development and is unable 
to generate an adequate return on its investment, it’s business, financial condition and results of 
operations may be materially and adversely affected. 

14. Product Errors and Third-Party Mischief – The software technology enabling the Company’s software 
services is complex and, despite testing prior to their release, the related application software may 
contain errors, vulnerabilities or defects, especially when upgrades or new versions are released. Any 
errors or vulnerabilities that are discovered after commercial release could result in loss of revenues or 
delay in market acceptance, diversion of development resources, damage to Plurilock’s reputation, 
increased service and warranty costs, liability claims and our end-customers’ unwillingness to buy 
products from us. In addition, it is possible that the Company’s product may become the subject of a 
third-party attack or disruption, whether malicious or otherwise. This could detrimentally affect the 
persistence of the Company’s technology, which could have a material adverse effect on its business. 
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15. Growing stringent regulations and compliance requirements - Regulatory bodies are increasing 
cybersecurity requirements, and cybersecurity practices are therefore becoming a board-level fiduciary 
and legal concern. Evidence for this can be seen in the proliferation of standards and regulations, 
including the General Data Protection Regulation, the Payment Card Industry Data Security Standard, 
the Health Insurance Portability and Accountability Act (“HIPPA”), the Federal Information Security 
Management Act, and the Gramm-Leach-Bliley Act, amongst others. As requirements grow, the use of 
point solutions and hotfixes to maintain near-term compliance is also increasing, causing intractable 
complexity, high maintainability costs, and unforeseen knock-on vulnerabilities. As a result, there is 
growing enterprise demand for risk-based authentication solutions, common, extensible infrastructures 
to support compliance regimes, and the collection of more sophisticated and timely security intelligence. 
As a result, Plurilock’s business operates in an environment in which government regulations and funding 
play a key role. Any change in governmental regulation and licensing requirements or their interpretation 
and application, which are beyond the Company’s control, could adversely affect the business, financial 
condition and results of operations of the business. In addition, the Company could incur significant 
costs in the course of complying with any changes in the regulatory regime. Non-compliance with any 
existing or proposed laws or regulations could result in audits, civil or regulatory proceedings, fines, 
penalties, injunctions, recalls or seizures, any of which could adversely affect the reputation, operations 
or financial performance of the Company. 

16. Uncertainty of Liquidity and Capital Requirements - The future capital requirements of the 
Company will depend on many factors, including the number and size of acquisitions consummated, rate 
of growth of its customer base, the costs of expanding into new markets, the growth of the market for 
cybersecurity services and the costs of administration. In order to meet such capital requirements, the 
Company may consider additional public or private financing (including the incurrence of debt and the 
issuance of additional common shares) to fund all or a part of a particular venture, which could entail 
dilution of current investors' interest in the Company. There can be no assurance that additional funding 
will be available or, if available, that it will be available on acceptable terms. If adequate funds are not 
available, the Company may have to reduce substantially or otherwise eliminate certain expenditures. 
There can be no assurance that the Company will be able to raise additional capital if its capital resources 
are depleted or exhausted. Further, due to regulatory impediments and lack of investor appetite, the 
ability of the Company to issue additional common shares or other securities exchangeable for or 
convertible into common shares to finance acquisitions may be restricted.  

17. Confidentiality & Privacy of Information - The Company’s staff may have access, in the course of 
their duties, to certain information of the Company’s customers. Although, all staff are required to sign 
confidentiality agreements, there can be no assurance that the Company's existing policies, procedures 
and systems will be enough to address the privacy concerns of existing and future customers. If a 
customer’s privacy is violated, or if the Company is found to have violated any law or regulation, it could 
be liable for damages or for criminal fines or penalties.  

18. Directors and Officers May Have Conflicts of Interest - Certain of the directors and/or officers of 
the Company may also serve as directors and/or officers of other companies and consequently there 
exists the possibility for such directors and officers to be in a position of conflict. Any decision made by 
any of such directors and officers involving the Company are being made in accordance with their duties 
and obligations to deal fairly and in good faith with a view to the best interests of the Company.  

19. The Company Needs to Comply with Financial Reporting and Other Requirements as a Public 
Company - The Company is subject to reporting and other obligations under applicable Canadian 
securities laws and TSXV rules, including National Instrument 52-109. These reporting and other 
obligations place significant demands on the Company’s management, administrative, operational and 
accounting resources. Moreover, any failure to maintain effective internal controls could cause the 
Company to fail to meet its reporting obligations or result in material misstatements in its consolidated 
financial statements. If the Company cannot provide reliable financial reports or prevent fraud, its 
reputation and operating results could be materially harmed, which could also cause investors to lose 
confidence in the Company’s reported financial information, which could result in a lower trading price 
of its securities. Management does not expect that Company’s disclosure controls and procedures and 
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internal controls over financial reporting will prevent all error and all fraud. A control system, no matter 
how well designed and implemented, can provide only reasonable, not Plurilock, assurance that its 
objectives will be met. Further, the design of a control system must reflect the fact that there are 
resource constraints, and the benefits of controls must be considered relative to their costs. Due to the 
inherent limitations in all control systems, no evaluation of controls can provide Plurilock assurance that 
all control issues within a company are detected. The inherent limitations include the realities that 
judgments in decision-making can be faulty, and that breakdowns can occur because of simple errors 
or mistakes. Controls can also be circumvented by individual acts of some persons, by collusion of two 
or more people or by management override of the controls. Due to the inherent limitations in a cost- 
effective control system, misstatements due to error or fraud may occur and not be detected.  

20. Other - There can be no assurance that an active and liquid market for the Company’s common shares 
will develop and investors may find it difficult to resell the common shares  


