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Introduction 

This management’s discussion and analysis (“MD&A”) for Plurilock Security Inc. (“Plurilock” or the “Company” or “PSI”) 
should be read in conjunction with the Company’s unaudited condensed interim consolidated financial statements as at and 
for the three and nine months ended September 30, 2025 and 2024 which have been prepared in accordance with 
International Accounting Standard 34 – Interim Financial Reporting (“IAS 34”) using accounting policies consistent with 
International Financial Reporting Standards (“IFRS”)– see note 2 of the September 30, 2025 condensed interim consolidated 
financial statements for further information. As such, the interim financial statements do not contain all the disclosures 
required by IFRS for annual financial statements and should be read in conjunction with the Company’s audited consolidated 
financial statements for the years ended December 31, 2024 and 2023 (“consolidated financial statements”). These 
documents, along with any additional information about the Company, are available on SEDAR+ at www.sedarplus.ca. 
Except as otherwise indicated or where the context so requires, references to “Plurilock” or the “Company” include Plurilock 
and its subsidiaries. All dollar figures stated herein are expressed in Canadian dollars ($ or Cdn$), unless otherwise 
specified.  

 

The Company Background 

Plurilock was incorporated under the BC Business Corporations Act on July 5, 2018. The Company’s head office and 
principal place of business is located at 1021 West Hastings Street, MNP Tower, 9th Floor, Vancouver, BC, V6E 0C3, 
Canada. 

The Company’s common shares trade on the TSX-V as a Tier 1 technology issuer under the ticker symbol “TSX-V: PLUR” 
and on the OTCQB under the ticker symbol “OTCQB: PLCKF”. 

Plurilock is a services-led, product-enabled, AI-native cybersecurity company that solves complex cyber problems in high-
stakes environments where failure isn't an option. Trusted by Five-Eyes governments, NATO-aligned agencies, and Global 
2000 enterprises, we defend critical infrastructure and safeguard the systems that power various facets modern life. Our 
Critical Services deliver operational resilience through unmatched expertise, proprietary IP, and AI-driven playbooks. 

As at the consolidated financial statements December 31, 2024 date, Plurilock had five wholly owned subsidiaries. Plurilock 
Security Solutions Inc. (“PL”) was formed following the amalgamation of PL and 1243540 B.C. Ltd. on September 17, 2020 
pursuant to a Qualifying Transaction (“QT”). Integra Network Corporation (“INC”) was acquired on March 4, 2022. PL in turn 
has one wholly owned subsidiary, Plurilock Security Corp. (“PLUS”). PLUS was incorporated on November 15, 2017 in the 
State of Delaware, USA. On March 31, 2021, PLUS acquired Aurora Systems Consulting Inc. (“ASC”), a provider of 
advanced cybersecurity technology and services based in the State of California, USA. PLUS acquired all of the outstanding 
securities of ASC. On July 22, 2021, Plurilock incorporated an Indian subsidiary, Plurilock Security Private Limited (“PSP”). 
PSP is owned 99.99% by PSI and 0.01% by PL. On September 9, 2025, the Company disposed its Indian subsidiary PSP.  

Plurilock operates one operating segment with two business lines: the Services Business line and the Solutions Business 
line.  The Services Business, Plurilock Critical Services (“PLCS”), delivers cybersecurity consulting that tailors enterprise-
grade defenses to each client’s specific needs, helping protect the critical systems that underpin society. The Services 
Business line operates under the legacy Plurilock brand. The Solutions Business line resells a wide range of cybersecurity 
industry products and technologies to meet customer needs. The Solutions Business also sells services directly to end 
users. The Solutions Division is operated by ASC and INC.   

The date of this MD&A is November 26, 2025, the date on which it was approved by the Board of Directors.  

 

Forward-looking statements  
Certain statements in this MD&A constitute forward-looking statements within the meaning of applicable securities laws. 
Forward-looking statements include, but are not limited to, the Company’s goals, expected costs, objectives, growth 
strategies, merger and acquisition program and similar statements concerning anticipated future events, results, 
circumstances, performance or expectations that are not historical facts. Forward-looking statements generally can be 
identified by the use of forward-looking terminology such as “outlook”, “objective”, “may”, “will”, “expect”, “intend”, “estimate”, 
“anticipate”, “believe”, “should”, “plans” or “continue”, or similar expressions suggesting future outcomes or events. Such 
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forward-looking statements reflect management's current beliefs and are based on information currently available to 
management. 

Forward-looking statements involve risks and uncertainties that could cause actual results to differ materially from those 
contemplated by such statements. Factors that could cause such differences include the highly competitive nature of the 
Company's industry, government regulation and funding and other such risk factors described herein and in other disclosure 
documents filed by the Company with Canadian securities regulatory agencies and commissions. This list is not exhaustive 
of the factors that may impact the Company's forward-looking statements. These and other factors should be considered 
carefully, and readers should not place undue reliance on the Company's forward-looking statements. As a result of the 
foregoing and other factors, no assurance can be given as to any such future results, levels of activity or achievements and 
neither the Company nor any other person assumes responsibility for the accuracy and completeness of these forward-
looking statements. The factors underlying current expectations are dynamic and subject to change. 

Although the forward-looking statements contained in this MD&A are based upon what management believes are 
reasonable assumptions, there can be no assurance that actual results will be consistent with these forward-looking 
statements. All forward-looking statements in this MD&A are qualified by these cautionary statements. Other than 
specifically required by applicable laws, we are under no obligation and we expressly disclaim any such obligation to update 
or alter the forward-looking statements whether as a result of new information, future events or otherwise except as may be 
required by law. These forward-looking statements are made as of the date of this MD&A. 
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Selected 2025 financial information 

The following selected financial information for the three and nine months ended September 30, 2025, and 2024 has been 
derived from the annual consolidated financial statements and should be read in conjunction with those financial 
statements and related notes. Non-IFRS measures are defined below. 

Restated-Note 27, 28 Restated-Note 27, 28

2025 2024 2025 2024
$ $ $ $

Revenue 15,393,747 14,263,076 50,498,220 40,941,846 
Hardware and systems sales                 1,515,738                 3,135,449                 5,586,675                 6,665,000 
Software, license and maintenance sales               11,186,538               10,113,994               34,213,093               30,209,250 
Professional services                 2,691,471                 1,013,633               10,698,452                 4,067,596 

Gross margin (%) 8.8% 6.9% 10.7% 11.4%

Net loss for the period (1,023,214) (3,985,610) (6,266,406) (9,521,842) 
Basic and diluted loss per share - for the period (0.01) (0.08) (0.08) (0.31) 

EBITDA(1) (766,718) (3,890,546) (4,804,292) (8,473,719) 
Reconciliation of EBITDA:
Net loss for the period (1,023,214) (3,985,610) (6,266,406) (9,521,842) 
Foreign exchange translation gain/(loss) 27,521 (95,824) 772,242 (9,617) 
Amortization 45,624 54,819 196,079 230,672 
Interest expenses 126,842 139,461 426,498 818,605 
Income tax recovery expense (recovery) 56,509 (4,806) 66,353 3,676 
Impairment on assets - 1,414 942 4,787 

Adjusted EBITDA(1) (1,608,327) (1,815,868) (3,824,405) (2,536,452) 
Reconciliation of adjusted EBITDA:
EBITDA(1) (766,718) (3,890,546) (4,804,292) (8,473,719) 
Stock-based compensation 138,707 888,952 572,142 1,327,750 
Financing expenses 10,000 21,262 251,367 240,390 
Acquisition-related expenses 19,554 307,771 64,106 400,026 
Investor relations 184,295 633,050 831,892 998,334 
Loss (gain) on disposal of assets - (407) - (407) 
Loss on settlement of debt - - - 454,128 
Loss on convertible debt conversion inducement - - (1,669) 1,817,470 
Unrealized gain on marketable security (210,000) - (210,000) - 
Impairment on assets 467,754 - 467,754 - 
(Income) loss from discontinued operations (1,451,919) 224,050 (995,705) 699,576 

September 30,
2025

December 31,
2024

$ $
Cash and cash equivalents 1,499,767 1,399,463
Restricted cash 20,000 20,000
Total current assets 19,210,356 30,510,681
Total assets 22,364,775 34,473,190

Total current liabilities 25,847,526 39,266,753
Total liabilities 25,872,573 39,614,489

Three months ended September 30, Nine months ended September 30,

 

Note: 

(1) Non-GAAP measure. Earnings before interest, taxes, depreciation, and amortization (“EBITDA”) and Adjusted EBITDA should not be 
construed as alternatives to net income/loss determined in accordance with IFRS. EBITDA and Adjusted EBITDA do not have any 
standardized meaning under IFRS and therefore may not be comparable to similar measures presented by other issuers. The Company 
defines EBITDA as earnings before interest, taxes, impairment on assets and amortization. Adjusted EBITDA is defined as EBITDA 
before stock-based compensation, financing, investor relations and acquisition related expenses, loss on convertible debt conversion., 
loss on settlement of debt, impairment of assets, impairment of goodwill and intangibles, unrealized gain or loss on marketable 
securities, and income and loss from discontinued operations. The Company believes that EBITDA and Adjusted EBITDA is a 
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meaningful financial metric for investors as it adjusts income to reflect amounts which the Company can use to fund working capital 
requirements, service future interest and principal debt repayments and fund future growth initiatives. 

Q3 2025 Financial Highlights  

 Total revenue for the three and nine months ended September 30, 2025 was $15,393,747 and $50,498,220 as 
compared to $14,263,076 and $40,941,846 for the three and nine months ended September 30, 2024. Revenue for the 
three months ended September 30, 2025 increased from professional services growth offsetting lower resell revenue. 
Revenue for the nine months ended September 30, 2025, increased from professional services growth and resell 
momentum in the year thus far. This has been restated and re-presented to reflect the discontinued operations from 
the technology division. 

 Hardware and systems sales revenue for the three and nine months ended September 30, 2025, totalled $1,515,738 
and $5,568,675 compared to $3,135,449 and $6,665,000 respectively in the comparative period ended September 30, 
2024. Software, license, and maintenance sales revenue for the three and nine months ended September 30, 2025, 
was $11,186,538 and $34,213,093 compared to $10,113,994 and $30,209,250 in the comparative period. Professional 
services revenue was $2,691,471 and $10,698,452 for the three and nine months ended September 30, 2025, 
compared to $1,013,633 and $4,067,596 in the three and nine months ended September 30, 2024. This has been 
restated and re-presented to reflect the discontinued operations from the technology division. 

 Hardware and systems sales revenues for the three and nine months ended September 30, 2025, accounted for 9.8% 
and 11.1%, respectively, of total revenues compared to 22.0% and 16.3%, respectively, for the three and nine months 
ended September 30, 2024. Software, license and maintenance sales revenues for the three and nine months ended 
September 30, 2025, accounted for 72.7% and 67.8%, respectively, compared to 70.9% and 73.8%, respectively, for 
the three and nine months ended September 30, 2024. Professional services revenue for the three and nine months 
ended September 30, 2025, accounted for 17.5% and 21.2%, respectively, of total revenues, compared to 7.1% and 
9.9%, respectively, for the three and nine months ended September 30, 2024. This has been restated and re-presented 
to reflect the discontinued operations from the technology division. 

 Gross margin for the three and nine months ended September 30, 2025, was 8.8% and 10.7% compared to 6.9% and 
11.4% for the three and nine months ended September 30, 2024. This has been restated and re-presented to reflect 
the discontinued operations from the technology division. 

 Adjusted EBITDA for the three and nine months ended September 30, 2025 was $(1,608,327) and $(3,824,405) 
compared to $(1,815,868) and $(2,536,452) during the same period in the prior year. This has been restated and re-
presented to reflect the discontinued operations from the technology division. 

 Cash and cash equivalents and restricted cash on September 30, 2025 was $1,519,767 compared to $1,419,463 on 
December 31, 2024.  

 During the three and nine months ended September 30, 2025, the Company used $169,878 and used $5,190,637 of 
cash from operating activities compared to $4,738,318 and $6,914,015 used of cash during the same periods in the 
prior year. Of which $203,927 and $66,953 was used in discontinued operating activities for the three and nine months 
ended September 30, 2025 and $24,296 and $40,062 was provided from discontinued operating activities during the 
same period in the prior year. 

 

Q3 2025 Operational Highlights 

 
 09-Sep-25 Sale of CloudCodes assets to Scope Technologies Corp. completed. 

 01-Oct-25 The Company appointed Michael Ruiz a cybersecurity veteran as Chief Technology Officer and General 
Manager of Critical Services Division. 

 31-Oct-25 $3 Million strategic investment completed through the issuance of convertible debenture and warrants. 

 03-Nov-25 US$624,000 software and services contract with major U.S. State law enforcement agency signed. 

 05-Nov-25 US$868,600 in critical services contracts with Nasdaq-listed semiconductor manufacturer. 
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Company 

Overview  

Cybersecurity has become a critical national security concern in addition to a significant business risk. Complex solutions 
are needed to combat today’s threats, which can originate from a diverse set of actors, and span multiple technology 
surfaces that individuals, businesses, and governments interact with constantly. In addition, solutions must comply with 
increasingly complex regulations and ensure the safety of contemporary business environments. Plurilock’s mission is to 
deliver customized, enterprise-grade, cybersecurity defenses that reflect each client’s unique risk profile, operating 
environment, and compliance requirements. Plurilock leads with services while combining advanced technologies with 
hands-on expertise.  

PSI is headquartered in Vancouver, B.C., Canada with sales offices in Canada, U.S.A and India. The Company’s website 
is www.plurilock.com.  

 

PSI has the following material, directly or indirectly, wholly owned subsidiaries:  

1. PL, a company incorporated under the laws of British Columbia, Canada;  

2. PLUS, a company incorporated under the laws of the State of Delaware, U.S.A.;  

3. ASC, a company incorporated under the laws of the State of California, U.S.A.;  

4. INC, a company incorporated under the laws of Ontario, Canada. 

 

Plurilock operates two business lines: a Services Business line and a Solutions Business line. The Services Business line, 
operating under PLCS (Plurilock Critical Services), provides specialized cybersecurity consulting and managed services. 
The Solutions Business line, operated separately as ASC and INC, resells hardware and software . The Solutions Business 
line also sells services directly to end users as well. The Solutions Business line also sells services directly to end users. 

  

Services Business Line 

Plurilock’s Critical Services Business deliver end-to-end cybersecurity consulting. PLCS is designed to provide operational 
resilience, rapid incident response, advanced security architecture, and ongoing managed services to help enterprise, 
defense, and public sector clients build and protect mission-critical systems. 

Solutions Business Line 

Plurilock’s Solutions Business resells cybersecurity industry products and technologies to ensure organizations can 
effectively deploy proven, integrated security solutions that protect data, meet industry standards, and scale with future 
needs. The Solutions Business supports clients’ business-critical applications with a deeply consultative approach to 
cybersecurity, combining partner-provided solutions with in-house cybersecurity services to help clients address the 
complex challenges of cybersecurity. ASC and INC sell both hardware and packaged software and offers both expert 
integration services and long-term managed services capabilities delivered through PLCS.  

 

Principal Products and Services  

Services Business 

Through PLCS, the Company assists organizations in supporting, architecting, building, and rebuilding infrastructure through 
a security and resiliency lens, enabling organizations critical to western democracies to continue to fulfill their roles. PLCS 
provides customized, enterprise-grade defenses that align with each client’s unique risk profile, operational environment, 
and compliance obligations. 

PLCS draws on the Company's experience with Canadian and United States federal government work, providing world-
class professional services in four areas: 

 Digital transformation: cloud and multi-cloud infrastructure and migration, enterprise networking, technology 
logistics, data and AI implementation and migration, and continuity and resilience design 
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 Cyber engineering: cloud security, identity security, network security, endpoint, on-premises, and cloud data loss 
prevention 

 Cyber operations: penetration testing, environment and surface hardening, threat intelligence and monitoring, 
incident response and management, digital forensics, disaster recovery, security awareness and training 

 Advisory and GRC services: standards and compliance assessments (SOC 1 and 2, ISO 27001, CMMC, NIST and 
NIST CSF, PCI, MITRE, and others), supply chain and geopolitical risk assessment and management, cyber 
maturity optimization, resilience training, war gaming and tabletop exercises 

Solutions Business 

Plurilock’s Solution Business provides clients with a one-stop-source for best-of-breed, Tier-1 cybersecurity products and 
technologies from leading vendors covering cybersecurity risks and services along with enterprise service provisions to 
manage these product deployments and their integration and operation. 

Operations 

Plurilock is headquartered in Vancouver, British Columbia, Canada. The Company’s Technology and Solutions Divisions 
have various regional offices in Canada, United States, and India.  

Plurilock currently sells to larger enterprise and government customers. For this reason, sales cycles are relatively long and 
unpredictable as well as seasonal. There may be fluctuations in sales and cash flow in quarters during which large sales 
are completed.  

Plurilock does not anticipate any effects on major aspects of the business over the next 12 months resulting from termination 
or renegotiation of contracts. 

Plurilock’s staff have deeply rooted domain knowledge of the regional and global cybersecurity industry, which provides a 
competitive advantage through its specialized cybersecurity consulting skills as well as sales, training, and support 
capabilities. As of the date hereof, Plurilock has 40 full and part-time staff and 36 contractors.  

Sales, support, services, and information technology development are located and managed at Plurilock’s divisional offices. 
Plurilock will add regional sales offices as required and will continue to rely on securing channel partners in markets where 
Plurilock does not maintain a sales force. These partners in local markets conduct in-person sales, support, and account 
relations activity in close collaboration with Plurilock to ensure client satisfaction and retention.  

Plurilock develops its proprietary technology and delivers services through a mix of full-time employees and specialized 
contractors. The Company holds several patents related to its core intellectual property and continues to file for additional 
protections. 

Plurilock’s most important intangible assets are its proprietary intellectual property and the practical expertise of its team in 
designing and implementing advanced cybersecurity solutions. 

Markets 

Plurilock is a services-led, product-enabled, AI-native cybersecurity company focused exclusively on business-to-business 
(“B2B”) sales worldwide. Globally, there are roughly one billion knowledge workers, employees who rely on technology to 
deliver higher value through their work, and these organizations face rising regulatory and threat pressures that demand 
advanced, customized cyber defenses. i1  In particular, outbound sales efforts for both divisions target four markets 
aggressively: 

1. Global Commercial & Enterprise – Plurilock focuses on industries facing the most intense cyber-threat pressure 
and complex regulatory requirements. Key verticals include advanced manufacturing, financial services, and 
critical infrastructure operators, where even short disruptions can have national or economic consequences. 
Plurilock delivers customized, enterprise-grade defenses that align with each client’s unique risk profile, operational 
environment, and compliance obligations. 

2. Global Allied Governments – Building on a strong track record with Canadian and U.S. federal agencies, Plurilock 
is expanding its reach to NATO-aligned governments and allied defense organizations worldwide. Through high-

 
1 Who Are Knowledge Workers And How Do We Enable Them? 

https://www.forbes.com/sites/sisense/2021/12/01/who‐are‐knowledgeworkers‐and‐how‐do‐we‐enable them/?sh=2a04bb2a6018 
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level engagements with cybersecurity leaders and procurement officials across Ottawa, Brussels and other NATO 
hubs, Plurilock is positioned to support large-scale cyber and defense initiatives as allied nations allocate 
unprecedented budgets to protect critical systems and infrastructure. 

3. North American federal government sales. Plurilock and its holdings have multiple existing contracts with both 
U.S. and Canadian federal government agencies and maintain currently a number of procurement vehicles, 
including a NASA Solutions for Enterprise-Wide Procurement contract, a Government-Wide Acquisition Contract, 
and a General Services Administration STARS-II contract to enable the conducting of business with U.S. Federal 
agencies such as the U.S. Department of Defense, U.S. Air Force, and U.S. Department of the Navy. 

4. North American state, local, and education (“SLED”) sales. Plurilock and its holdings maintain procurement 
vehicles, expertise, and existing relationships to sell to public sector and critical infrastructure organizations below 
the federal level, representing an expanding area of aggressive focus. Available procurement vehicles include 
multiple California Multiple Awards Schedule contracts, with recently closed SLED business that includes the 
California State Teachers’ Retirement System and the California Department of Motor Vehicles. 

Go to Market 

Plurilock is highly focused on B2B sales and goes to market by identifying prospects in federal government and SLED 
verticals, and regulated commercial organizations that: 

● Face significant IT & cybersecurity risks and requirements; 

● Face significant regulatory and compliance pressure to address such cybersecurity risks and liabilities; and 

● Demonstrate or show evidence of budgetary allocations to enable such purchases. 

Sales Strategy 

Plurilock pursues these clients with a “land and expand” sales model that combines the resale of third-party products with 
upselling/cross-sales of high-margin services and Plurilock’s own high-margin recurring revenue products. Any initial sale 
forms the basis of a business relationship that enables subsequent, more lucrative sales.  

Plurilock’s sales process relies on an organic force of specialized B2B sales representatives, developed long-term 
relationships, a well-considered sales strategy, and extensive support from marketing teams, infrastructure, and initiatives: 

 Sales representatives retain and grow their customer base by maintaining close, meaningful relationships with their 
clients, partners, and team members. This direct engagement generates on-the-ground expertise that enables 
effective prioritization and decision-making, producing high rates of customer satisfaction. 

 Partnerships are signed, maintained, and promoted with pride and similarly close contact, enabling relationship 
prioritization in terms of pricing, knowledge distribution, and other kinds of access. Marketing of these partnerships 
prioritizes brand consistency and leveraging partner relationships to enable thought leadership when engaging key 
decision-makers. 

 In addition to its team of B2B sales representatives, Plurilock may in the future add touchless self-service 
purchasing options operated through its corporate website, with self-service options serving as supplements to, 
rather than replacements for, expert B2B sales labor. 

Marketing expenses, excluding employee labor costs, are currently centered heavily on software, infrastructure, and 
advertising expenses including inbound sales such as website & other advertising platforms; outbound direct sales and 
event-driven sales are also represented here.  

 

Growth Strategy 

Plurilock employs a multi-pronged strategy to ensure continued rapid growth: 

 Organic acquisition of new customers through referrals. Plurilock retains existing customers by maintaining 
deep engagement, including in-person sales and engineering team visits to develop and refine security strategy 
and client relationships. These positive relationships, combined with product line breadth, enable increased 
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customer base penetration and expansion to adjacent markets through references and organic word-of-mouth 
marketing. 

 Cross-sell services and resell expansion to existing customer base. Plurilock has expanded sales by reaching 
out to existing customers across several verticals and looks to grow the share of wallet for each customer by 
continuing to cross-sell services while expanding the resell base of products it serves to each customer. 

 Channel partners to accelerate awareness. In regions without a direct Plurilock presence, Plurilock employs 
channel partners to drive awareness and empowers these channel partners with regular close interaction and a 
deep library of marketing and sales collateral. 

 Strategic acquisition of synergistic companies. Plurilock continues to pursue strategic acquisitions that 
enhance its go-to-market and sales capabilities. The acquisitions of ASC and INC, which provided Plurilock with 
an already extremely successful sales organization and extensive stable of best-of-breed cybersecurity products 
to enable comprehensive solutions provision and cross-sale capabilities, is broadly representative of Plurilock’s 
strategy to: 

o enable the provision of the more comprehensive, single-provider solution set for which the market is 
increasingly calling.  

o add complementary capabilities that accelerate adoption and sales of core Plurilock technologies and the 
integration of these technologies into delivered solution. 

Future acquisitions may include, but are not limited to, those that add capabilities in managed and professional services, 
those that add additional solutions sales capabilities and sales volume, and core technologies or intellectual property able 
to further enhance the utility and differentiation of core Plurilock products and technologies.  

Acquisition Strategy 

Plurilock’s growth strategy also includes completing strategic acquisitions. In assessing the suitability of potential acquisition 
targets (“PAT”), Plurilock considers numerous operational and strategic factors as they relate to Plurilock which may include, 
amongst others, the following: enhanced, additional and diversified product offerings and customer lists; strong brands and 
intellectual property; additional sales channel and partnerships; new revenue streams in adjacent market segments; and 
accretive revenue and costs synergies.  

To date, Plurilock has completed four such acquisitions: ASC, INC, CloudCodes (divested in September 2025), and Atrion. 

There is significant competition for PATs due to the dynamic nature of the security industry. Plurilock may need to pay a 
premium to acquire desirable PATs. In North America, there are several hundred companies that fit the PAT profile identified 
by Plurilock, but some have not achieved the revenue scale, or product-market-fit to make them accretive to Plurilock’s core 
business.  

Plurilock’s acquisition model is expected to include paying for acquisitions with a combination of cash, common shares, and 
earnout payments (debt). Acquisitions may also be structured to accommodate the continued involvement for the vendor 
and the retention of individuals key to the success and viability of the acquired firm. The structure of Plurilock’s acquisitions, 
including the proportion of cash, Common Shares, and earnout payments/debt as consideration are subject to deal specific 
factors including business, legal, and tax advice, and are reviewed and approved by the Company’s Board of Directors. 

Plurilock does not necessarily envision integrating newly acquired businesses under one common corporate brand. Instead, 
Plurilock’s strategy may include maintaining the value created by the vendor by retaining the identity, specialization, and 
other success factors of the target firm within its local market. Each PAT will be reviewed and negotiated separately.  

Overall performance and discussion of operations  

Revenue  

Plurilock has one operating segment with two business lines: the Services Business and the Solutions Business. The 
Services Business, operated under PLCS, provides cybersecurity consulting and managed services to secure the vital 
systems that support modern society. The Solutions Division, operated by ASC and INC, resells cybersecurity industry 
products and technologies to meet customer needs. The Solutions Business also sells services directly to end users.  
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Plurilock derives revenue from the three main sources under both the Services Business and the Solutions Business: 

1. Hardware and systems sales (Solutions Business Line) 

a. Hardware and systems sales revenue is comprised of products that proactively prevent, secure and 
manage advanced cybersecurity threats and malware for customers. 

2. Software, license, and maintenance sales (Solutions Business Line) 

a. Software, license, and maintenance sales revenues are comprised of fees that provide customers with 
access to propriety and third-party software licenses, and related support and updates during the term of 
the customer agreements.  

3. Professional Services (Services Business Line) 

a. Professional Services are generally on either a fixed fee, milestone based, time & material or subscription 
basis. These services are generally distinct from other goods or services that the Company might provide 
to the same customer under the same or separate contracts.  

 

The following table shows the details of revenue es from operations for the three and nine months ended September 30, 
2025 and 2024: 

Change
$ % $ % %

Hardware and systems sales 1,515,738 9.8% 3,135,449 22.0% -51.7%
Software, license and maintenance sales 11,186,538 72.7% 10,113,994 70.9% 10.6%
Professional services 2,691,471 17.5% 1,013,633 7.1% 165.5%
Total revenue 15,393,747 100.0% 14,263,076 100.0% 7.9%

For the three months ended September 30, 

2025 2024
Restated - Note 27, 28

 

 

 

Change
$ % $ % %

Hardware and systems sales 5,586,675 11.1% 6,665,000 16.3% -16.2%
Software, license and maintenance sales 34,213,093 67.8% 30,209,250 73.8% 13.3%
Professional services 10,698,452 21.2% 4,067,596 9.9% 163.0%
Total revenue 50,498,220 100% 40,941,846 100% 23.3%

For the nine months ended Stepmber 30, 

2025 2024
Restated - Note 27, 28

 

 

Total revenue for the three and nine months ended September 30, 2025, was $15,393,747 and $50,498,220 compared to 
$14,263,076 and $40,941,846 during the same periods in the prior fiscal year. Revenue for the three months ended 
September 30, 2025 increased from professional services growth offsetting lower resell revenue. Revenue for the nine 
months ended September 30, 2025, increased from professional services growth and resell momentum in the year thus far. 

Hardware and systems sales revenue for the three and nine months ended September 30, 2025, totalled $1,515,738 and 
$5,586,675 compared to $3,135,449 and $6,665,000 respectively in the comparative period ended September 30, 2024.  

Software, license, and maintenance sales revenue for the three and nine months ended September 30, 2025, was 
$11,186,538 and $34,213,093 compared to $10,113,994 and $30,209,250 in the comparative period. 

Professional services revenue was $2,691,471 and $10,698,452 for the three and nine months ended September 30, 2025, 
compared to $1,013,633 and $4,067,596 in the three and nine months ended September 30, 2024. 

Hardware and systems sales revenues for the three and nine months ended September 30, 2025, accounted for 9.8% and 
11.1%, respectively, of total revenues compared to 22.0% and 16.3%, respectively, for the three and nine months ended 
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September 30, 2024. Software, license and maintenance sales revenues for the three and nine months ended September 
30, 2025, accounted for 72.7% and 67.8%, respectively, compared to 70.9% and 73.8%, respectively, for the three and nine 
months ended September 30, 2024. Professional services revenue for the three and nine months ended September 30, 
2025, accounted for 17.5% and 21.2%, respectively, of total revenues, compared to 7.1% and 9.9%, respectively, for the 
three and nine months ended September 30, 2024. The Company continues to focus its growth strategy on increasing its 
three revenues streams, organically, cross selling and through acquisitions. 

Gross Profit and Gross Margin   

The following table summarizes gross profit and gross margin from operations for the three and nine months ended 
September 30, 2025 and 2024: 

Restated - Note 27, 28 Restated - Note 27, 28
2025 2024 2025 2024

$ $ $ $

Revenue 15,393,747                  14,263,076                    50,498,220                  40,941,846                    
Cost of sales (14,031,760)                (13,275,113)                   (45,091,265)                (36,284,834)                   
Gross profit 1,361,987                    987,963                         5,406,955                    4,657,012                      
Gross profit (%) 8.8% 6.9% 10.7% 11.4%

For the three months ended September 30, For the nine months ended September 30,

 

Gross profit depends on the product mix and costs of sales for the reporting periods. Cost of sales include expenses related 
to the procurement of hardware, software, cost of using external cloud-based server providers, project management effort, 
customer support staff and third-party subcontractors.  

Gross profit as a percentage of revenue for the three and nine months ended September 30, 2025, increased to 8.8% and 
decreased to 10.7% compared to 6.9% and 11.4% during the same periods in the prior year. The change in the gross profit 
percentage for the quarter is related to favorable services mix. The change in gross profit year to date relates to favorable 
services mix offset by timing on rebates.  

Research and Development Expenses (“R&D”) 

 

The following table is a breakdown of the Company’s R&D related expenses for the three and nine months ended September 
30, 2025 and 2024: 

 

Restated - Note 
27, 28

Restated - Note 
27, 28

September 30,
2025

September 30,
2024

September 30,
2025

September 30,
2024

$ $ $ $
Research and development

Communication and IT services 2,571                 3,246                  8,439                 33,312                
2,571                 3,246                  8,439                 33,312                

For the three months ended For the nine months ended

   

 

For the three and nine months ended September 30, 2025, Plurilock’s R&D expenses totalled $2,571 and $8,439 compared 
to $3,246 and $33,312 during the same periods in the prior year. R&D expenses primarily include salaries and benefits, 
contractor fees, and communication & IT services. The net decrease in R&D expenses is due to the winding down and 
disposal of discontinued ops. 
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Sales and Marketing expenses (“S&M”) 

The following is a breakdown of the Company’s S&M related expenses for the three and nine months ended September 30, 
2025, and 2024:  

Restated - Note 
27, 28

Restated - Note 
27, 28

September 30,
2025

September 30,
2024

September 30,
2025

September 30,
2024

Sales and marketing $ $ $ $
Advertising and promotion -                    13,031               5,033                25,612               
Communication and IT services 5,126                3,965                 35,551              30,667               
Contractors -                    -                     3,500                4,501                 
Marketing 20,635              700                    65,915              9,753                 
Office and general -                    -                     2,678                -                     
Salaries and benefits 496,754            316,807              1,587,175         1,279,475           
Sales commission 334,360            90,439               808,506            257,571              
Travel and entertainment 4,853                472                    12,455              472                    

861,728            425,414              2,520,813         1,608,051           

For the three months ended For the nine months ended

 

For the three and nine months ended September 30, 2025, the Company’s S&M expenses totalled $861,728 and $2,520,813 
compared to $425,414 and $1,608,051 during the same periods in the prior year. S&M expenses primarily include salaries 
and benefits, marketing, sales commission, and web hosting fees. The increase in salaries and sales commission is due to 
the additional headcount hired to increase sales throughout the year.  

Sales and marketing expenses may continue to increase in the future as the Company seeks to execute on its sales growth 
strategy with the addition of more sales & marketing staff, both organically and through acquisitions. 

 

General and Administrative expenses (“G&A”) 

 

The following table is a breakdown of the Company’s G&A related expenses for the three and nine months ended September 
30, 2025 and 2024:  

Restated - Note 
27, 28

Restated - Note 
27, 28

September 30,
2025

September 30,
2024

September 30,
2025

September 30,
2024

General and administrative $ $ $ $
Amortization 45,624           54,819              196,079         230,672            
Bad debt 146,913         (7,790)               146,913         28,086              
Communication and IT services 81,323           112,476            306,111         223,360            
Contractors 114,750         295,778            318,644         491,181            
Insurance 60,565           112,685            144,283         169,539            
Office and general 181,132         158,308            339,998         405,442            
Professional fees 346,588         334,804            1,128,248      739,891            
Investor relations and regulatory filing 213,222         747,461            950,167         1,174,559         
Salaries and benefits 1,108,994      1,220,847         4,101,394      3,301,887         
Travel and entertainment 36,561           45,172              150,357         111,668            

2,335,672      3,074,560         7,782,194      6,876,285         

For the three months ended For the nine months ended

 

For the three and nine months ended September 30, 2025, G&A expenses totalled $2,335,672 and $7,782,194 compared 
to $3,074,560 and $6,876,285 during the same periods in the prior year.  G&A expenses primarily included salaries and 
benefits, professional fees (audit & accounting, legal and corporate finance), investor relations and regulatory filing fees, 
communication, and IT services as well as office and general expenses. G&A expenses for the three months ended 
September 30, 2025 were lower primarily on a reduction in investor relations and headcount actions offset by a bad debt. 
G&A expenses for the nine months ended September 30, 2025 were higher primarily on an increased headcount in the 
beginning of the year, increased audit costs, and a bad debt offset by reduced investor relations spending. 
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Stock-based compensation  

Total stock-based compensation cost recognized in the Company’s condensed interim consolidated statements of loss and 
comprehensive loss for the three and nine months ended September 30, 2025, was $138,707 and $572,142 compared to 
$888,952 and $1,327,750 in prior year and is credited to contributed surplus. 

Total stock-based compensation expense for the three and nine months ended September 30, 2025, is comprised of the 
expense pursuant to stock options issued to related parties (as discussed in Note 26) of $Nil and $Nil compared to $(9,026) 
and $420,928 respectively in prior period and to other parties of $66,872 and $201,409 compared to $897,978 and $906,822 
respectively in the prior year. 

Total stock-based compensation expense for the three and nine months ended September 30, 2025, is comprised of the 
expense pursuant to restricted share units issued to related parties (as discussed in Note 26) of $71,836 and $370,735 
compared to $Nil respectively in prior year for the same periods.  

The Company issued stock options to directors, officers, employees, and consultants in Q1, and Q2 2025 compared to stock 
options issued during Q2, and Q3 2024. The fair value of these options, as determined on the date of grant, is being 
recognized as an expense according to the vesting periods of the options. See Note 20 of the September 30, 2025, 
condensed interim consolidated financial statements for further information.  

Summary of Quarterly Results 

 

 

September
30, 2025

(Q3)

June 
30, 2025

(Q2)

March 
31, 2025

(Q1)

December 
31, 2024

(Q4)

September
30, 2024

(Q3)

June 
30, 2024

(Q2)

March 
31, 2024

(Q1)

December 
31, 2023

(Q4)
$ $ $ $ $ $ $ $

Revenue       15,393,747       16,240,202       18,864,271       20,289,205       14,263,076       14,088,094       12,590,676       11,418,021 
Gross Profit (loss)         1,361,987         1,847,428         2,197,541         2,098,821            987,963         2,020,296         1,648,753          (300,262)

Gross Profit (loss) % 8.8% 11.4% 11.6% 10.3% 6.9% 14.3% 13.1% -2.6%
Net loss from continuing 

operations       (2,475,133)       (2,013,967)       (2,773,012)       (2,151,892)       (3,761,560)       (3,482,600)       (1,578,107)       (3,335,248)
Net income (loss) from 

discontinued operations         1,451,919          (216,862)          (239,351)          (286,172)          (224,050)          (251,383)          (224,142)       (2,588,694)
Net loss for the period       (1,023,214)       (2,230,829)       (3,012,363)       (2,438,064)       (3,985,610)       (3,733,983)       (1,802,249)       (5,923,942)

Basic and diluted 
loss per share for:

Continuing Operations                (0.03)                (0.03)                (0.04)                (0.04)                (0.08)                (0.09)                (0.16)                (0.33)

Discontinued Operations                 0.02                (0.00)                (0.00)                (0.00)                (0.00)                (0.01)                (0.02)                (0.25)

Net loss for the period                (0.01)                (0.03)                (0.04)                (0.04)                (0.08)                (0.10)                (0.18)                (0.58)

 

Liquidity and capital resources 

 
Cash and cash equivalents and restricted cash  

As at September 30, 2025, and December 31, 2024, the Company had $1,499,767 and $1,399,463 of cash and cash 
equivalents respectively. As at September 30, 2025 and December 31, 2024, the Company had $20,000 and $20,000 of 
restricted cash. 

 
Operating activities  

During the three and nine months ended September 30, 2025, the Company used $169,878 and $5,190,637 of cash from 
operating activities compared to the Company having used $4,738,318 and $6,914,015 during the same periods in the prior 
year. Of which $203,927 and $66,953 was used in discontinued operating activities for the three and nine months ended 
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September 30, 2025 and $24,296 and $40,062 was provided by from discontinued operating activities during the same 
period in the prior year. 

Investing activities 

During the three and nine months ended September 30, 2025, the Company generated $Nil and $12,954 of cash on 
investing activities, compared to using $21,796 and $27,773 of cash during the same periods in the prior year all related to 
continuing operations. 

Financing activities  

During the three and nine months ended September 30, 2025, the Company generated cash of $35,166 and $5,282,395 
from financing activities compared to generating $4,959,233 and $7,957,137 during the same periods in the prior year all 
related to continuing operations. 

Short-term loans 

During the nine-month period ended September 30, 2025, the Company and the lender agreed to close the facility effective 
December 8, 2025. Any outstanding balance as of that date will be settled in accordance with the facility’s existing repayment 
terms. 

Off balance sheet arrangements 

As at September 30, 2025, and the date of the MD&A, the Company does not have any off-balance sheet arrangements. 

Related party transactions  

Key management personnel are those persons having authority and responsibility for planning, directing, and controlling 
the activities of the Company, directly or indirectly. Key management personnel include the Company’s Board of Directors 
and members of the executive team.  

The following table summarizes the related party transactions: 

 September 30,
2025 

 September 30,
2024 

 September 30,
2025 

 September 30,
2024 

$ $ $ $
Salaries, benefits and consulting fees 467,728                 541,031                   1,402,061                         1,368,022                   
Stock-based compensation expense* 71,836                   (9,026)                     370,734                            420,928                      

539,564                 532,005                   1,772,795                         1,788,950                   

For the three months ended For the nine months ended 

* Reflects the amount recorded as expense in the condensed interim consolidated statement of loss and comprehensive loss.  The fair value of stock-based compensation is 
measured at grant date and is recognized as an expense over the vesting period.

 
The Company has agreed to indemnify its board of directors and officers in accordance with the Company’s policies. The 
Company maintains insurance policies that may provide coverage against certain claims. 
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Summary of Accounting Changes 

 

To prepare for a potential uplist in the US capital markets, the Company initiated a review of its accounting policies in 
accordance with its auditors. Consequently, the Company has made some accounting policy changes. These changes 
circulate around revenue recognition. The Company has made the following changes: 

 

1. Revenue of resold software is now recognized over the life of the software contract in most cases. 
 

2. Principal and agent considerations are reviewed each transaction and in certain cases the Company has changed 
accounting policy to Agent versus Principal. In an Agent arrangement, the Company recognizes the net margin, or 
revenue less costs, netted, as revenue. When the Company is acting as principal, the Company recognizes gross 
revenue and gross costs. 

 

The prior year was restated for these changes. Further information may be found in the notes of the financial 
statements. 

 

Critical accounting estimates 

 

The preparation of financial statements in accordance with IFRS requires management to make judgements, estimates and 
assumptions that affect the application of accounting policies and the carrying amount of assets and liabilities, and 
disclosures of contingent assets and liabilities as at the date of the consolidated financial statements, and the recorded 
amount of revenues and expenses for the reporting period.  

These estimates are changed periodically, and as adjustments become necessary, they are reported in profit or loss in the 
period in which they become known.  

The material accounting policies subject to such estimates that, in the Company’s opinion, could significantly affect the 
reported results or financial position, are as follows: 

⮚ Going concern considerations 

The Company has financed its operating cash requirements primarily through the issuance of share capital. The Company’s 
ability to realize the carrying value of its assets, discharge its liabilities and to continue as a going concern is based upon 
the continued support from the Company’s shareholders and the successful execution of the Company’s strategic plan to 
improve the scale and profitability of its business to achieve future profitable operations. It will be necessary for the Company 
to raise additional funds from time to time for the continued execution of its strategic plan. These funds may come from 
sources which include the issuance of shares, the issuance of debt or alternative sources of financing. There can be no 
assurance that the Company will successfully generate sufficient operating cash flows or raise sufficient funds to continue 
the execution of its strategic plan and to operate as a going concern. 

The estimates used by the Company in reaching the above conclusion are based on information available as of the date of 
the consolidated statement of financial position was authorized for issuance and included internally generated cash flow 
forecasts. Accordingly, actual results could differ from these estimates and resulting variances may be material to 
management’s assessment. 

⮚ Impairment of intangible assets including goodwill and other intangible assets  

The Company assesses whether there are any indicators of impairment as at the reporting date for all intangible assets. 
Goodwill and intangible assets with indefinite useful lives are tested for impairment annually and at other times when such 
indicators exist. Other intangible assets are tested for impairment when there are indicators that the carrying amounts may 
not be recoverable. When value in use calculations are undertaken, the Company must estimate the expected future cash 
flows from the CGUs and choose a suitable discount rate in order to calculate the present value of those cash flows. The 
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key sources of estimation uncertainty are the future business performance over the forecast period (five years), projected 
long-term growth rates and the discount rates applied. 

⮚ Valuation of stock-based compensation 

The Company uses the Black-Scholes model to value share options issued to directors, employees, and consultants. The 
model’s estimates include inputs that require management estimates and judgement, such as volatility of the underlying 
equity instruments, forfeiture rate and expected life of stock options. 

⮚ Valuation of warrants issued for services 

For warrants issued for services and as part of financing, the Company follows guidelines under IFRS 2 and uses the Black-
Scholes model to assess these warrants. The model’s estimates include inputs that require management estimates and 
judgement, such as volatility of the underlying equity instruments, forfeiture rate and expected life of warrants. 

⮚ Carrying values of allowances for unrecoverable trade and other receivables  

The Company recognizes an allowance for expected credit loss on accounts receivable that are measured at amortized 
cost. The amount of ECL is updated at each reporting date to reflect changes in credit risk since the initial recognition of the 
trade and other receivables. The Company recognizes lifetime ECL for its trade and other receivables. The expected credit 
losses on these financial assets are estimated using the Company’s historical credit loss experience, adjusted for factors 
that are specific to the debtors, general economic conditions, and an assessment of both the current as well as the forecast 
direction of conditions at the reporting date. 

⮚ Fair value measurement and valuation processes  

Some of the Company’s assets are measured at fair value for financial reporting purposes. The Company hires external 
valuation professionals to determine the appropriate valuation techniques and inputs for fair value measurements. The 
Company works closely with the external valuation professionals to establish the appropriate valuation techniques and 
inputs to the model. 

The critical judgements that the Company’s management has made in the process of applying the Company’s accounting 
policies, apart from those involving estimates above, that has the most significant effect on the amounts in the Company’s 
consolidated financial statements, are related to the determination of the functional currency of the Company and its 
subsidiaries. 

⮚ Assessment of revenue recognition under IFRS 15 

During the year, management assessed the various performance obligations present in each contract in effect and if revenue 
was to be recognized at a point in time or over a period of time. Judgment was used to determine the identification of those 
performance obligations, allocation of the transaction price to the performance obligation, and accounting for the 
consideration payable by the customer. 

The Company has made significant judgements in determining that sale of software license, access to third-party software 
as a service provided to customers, deployment, configuration and integration activities are combined together to fulfill the 
performance obligation of cybersecurity solutions paired with AI-driven cloud-friendly security products to customers which 
is satisfied over the contract term as the Company satisfies a portion of its performance obligation each day it provides the 
cybersecurity solution and revenue is recognized on a straight-line basis over the contract term. 
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The Company uses significant judgment in presentation of revenue contracts with customers in accordance with the 
principles of IFRS 15, to assess whether it acts as a principal in a transaction or as an agent acting on behalf of others in 
recognition of sale of hardware, software, maintenance and services to customers. 

New accounting policies not yet adopted 

The following new standards, amendments to standards and interpretations have been issued but are not effective during 
the year ended December 31, 2024.  

Classification of Liabilities as Current or Non-Current (Amendments to IAS 1) — the amendments sought to improve the 
information that an entity provides when its right to defer settlement of a liability is subject to compliance with covenants 
within 12 months after the reporting period. These amendments to IAS 1 override but incorporate the previous amendments, 
classification of liabilities as current or non-current, issued in January 2020, which clarified that liabilities are classified as 
either current or non-current, depending on the rights that exist at the end of the reporting period. Liabilities should be 
classified as non-current if a company has a substantive right to defer settlement for at least 12 months at the end of the 
reporting period. The amendments are effective for annual reporting periods beginning on or after January 1, 2024, and are 
to be applied retrospectively. There was no material impact on adoption. 

The IASB's newly issued IFRS Accounting Standard, IFRS 18 Presentation and Disclosure in Financial Statements aims to 
improve the usefulness of information presented and disclosed financial statements. IFRS 18 is effective for annual reporting 
periods beginning on or after January 1, 2027, with early application permitted. AcSB will ballot IFRS 18 and complete its 
endorsement process in Q2 2024. The company has not adopted this standard and will plan implementation by the 
prescribed deadline. 

The Company does not expect the amendment or any other amendments to standards and interpretations applicable to the 
Company and not yet effective for the three and nine months ended September 30, 2025 to have a significant effect on its 
condensed interim consolidated financial statements. 

Restatement of previously issued financial statements 

The Company has restated its comparative column to these condensed interim consolidated financial statements for the 
three and nine months ended September 30, 2024. 

The Company reviewed its revenue recognition in accordance with IFRS 15. The Company has reassessed two areas. The 
first is that in some transactions, the Company has changed from Principal recognition to Agent recognition. These are 
mainly in the areas of Hardware Maintenance and Support transactions where the vendor has prime responsibility for 
carrying out the contractual obligations. The Company also reassessed that where it is reselling software and is Principal, 
the revenue recognition has been re-assessed to be over time as opposed to a point in time. Refer to Note 28 in the annual 
audited consolidated financial statements and Note 27 in the condensed interim consolidated financial statements. 

Non-current assets held for sale and discontinued operations  

The Company classifies non-current assets and liabilities and disposal groups as held for sale if their carrying amounts will 
be recovered principally through a sale transaction rather than through continuing use. Non-current assets and liabilities 
and disposal groups classified as held for sale are measured at the lower of their carrying amount and fair value less costs 
to sell. Costs to sell are the incremental costs directly attributable to the disposal of an asset (disposal group), excluding 
finance costs and income tax expense.  

The criteria for held for sale classification is regarded as met only when the sale is highly probable, and the asset or disposal 
group is available for immediate sale in its present condition. Actions required to complete the sale should indicate that it is 
unlikely that significant changes to the sale will be made or that the decision to sell will be withdrawn. Management must be 
committed to the plan to sell the asset and the sale expected to be completed within one year from the date of the 
classification.  

Assets and liabilities classified as held for sale are presented separately as current items in the statement of financial 
position. Discontinued operations are excluded from the results of continuing operations and are presented as a single 
amount as profit or loss after tax from discontinued operations in the statement of net loss and comprehensive loss.  

Additional disclosures are provided in Note 28. All other notes to the condensed interim consolidated financial statements 
include amounts for continuing operations, unless indicated otherwise. 
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The Company sold its assets and liabilities associated with Plurilock Security Private Ltd.’s business (CloudCodes) for a 
consideration of $1,528,000. The sale price comprised of cash payment of $100,000 at the time of closing and 4,200,000 
common shares at $0.34 (at date of closing) per common share into Scope Technologies Corp for total fair value of 
$1,428,000 were issued to the Company. The Company incurred $40,000 of advisory fee costs associated with the sale of 
transaction paid through issuing 200,000 common shares of the Company at $0.20 per share. Transaction costs associate 
with the sale of the subsidiary consisted of $49,313 not including advisory fee. Following the sale of CloudCodes, the 
Company determined that technology division operations was no longer commercially sustainable and decided to 
discontinue its technology division operations which was operating through Plurilock Security Solutions Inc (PL) and 
Plurilock Security Private Ltd. (PSP). Accordingly, the operating results and operating cash flows for the previously reported 
subsidiaries are presented as discontinued operations separate from the Company’s continuing operations. 

Investments and other financial assets  

(i) Classification  

Financial assets are classified into two categories based on measurement:  

• amortized cost; and  

• measurement at fair value either through other comprehensive income (“OCI”) or through profit and loss.  

This classification depends on the Company’s business model for managing its financial assets and contractual terms of 
the cash flows.  

For assets measured at fair value, gains and losses will either be recorded in profit or loss or OCI. For investments in equity 
instruments that are not held for trading, this will depend on whether the Company has made an irrevocable election at the 
time of initial recognition to account for the equity investment at fair value through other comprehensive income (“FVOCI”).  

(ii) Recognition and derecognition Regular way purchases and sales of financial assets are recognised on their 
trade date, the date on which the Company commits to purchase or sell the asset. Financial assets are 
derecognised when the rights to receive cash flows from the financial assets have expired or have been 
transferred and the Company has transferred substantially all the risks and rewards of ownership.  

 

(iii) Measurement At initial recognition, the group measures a financial asset at its fair value plus, in the case 
of a financial asset not at fair value through profit or loss (“FVTPL”), transaction costs that are directly 
attributable to the acquisition of the financial asset. Transaction costs of financial assets carried at FVTPL 
are expensed in profit or loss. 

 Financial instruments and other instruments 

The Company’s financial instruments consist of cash and cash equivalents, restricted cash, trade and other receivables, 
marketable securities, trade payables and accruals, short term loans, and convertible debenture. 

Cash and cash equivalents and restricted cash are classified as financial assets at amortized cost and are initially recognized 
at fair value and subsequently carried at amortized cost less any impairment. Trade receivables as collateral for loans are 
classified as financial assets at FVTOCI and are initially recognized at fair value and subsequently measured with FVTOCI. 
Trade and other receivables other than trade receivables as collateral for loans are classified as financial assets at amortized 
cost and are initially recognized at fair value and subsequently carried at amortized cost less any impairment. The carrying 
value of these financial assets approximates their fair value due to the relatively short period to maturity.  

Trade payables and accruals, short term loans, lease liability, and a portion of convertible debenture are classified as 
financial liabilities at amortized cost and recognized at fair value and subsequently carried at amortized cost. The carrying 
value of other financial liabilities approximate fair value due to the relatively short period to maturity. 
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Financial risk management 

 

Management and monitoring of financial risks are performed by the Company’s management, which manages all financial 
exposures. The Company is exposed to various financial risks through its financial instruments: credit risk, liquidity risk and 
market risk (including currency risk, interest rate risk and other price risk). The following analysis enables users to evaluate 
the nature and extent of the risks at the end of each reporting period. 

 

(a) Credit risk 

Credit risk is the risk that one party to a financial instrument will cause a financial loss for the other party by failing to 
discharge an obligation. The Company’s significant financial assets include cash and cash equivalents, restricted cash and 
trade and other receivables. The Company mitigates credit risk on cash by placing it at credit-worthy financial institutions. 

The carrying amounts of the financial assets represent the Company’s maximum credit exposure: 

September 30,  December 31,
2025 2024

$ $

Cash and cash equivalents 1,499,767         1,399,463       
Restricted cash 20,000               20,000            
Trade and other receivables 3,041,984         8,698,200       

4,561,751         10,117,663     

 

The Company transacts with customers with strong credit ratings and strives to minimize credit risk by performing credit 
reviews, ongoing credit evaluation and account monitoring procedures.  The credit risk associated with trade receivables 
with the aging balances over 90 days at September 30, 2025 is considered lower than normal given the customers of the 
Company are governments. All of the Company’s receivables have been reviewed for indicators of impairment and, if any, 
bad debt expenses have been recorded.  The aging of trade and other receivables is as follows: 

 

 

September 30, December 31,
2025 2024

0-30 days 31-90 days Over 90 days
$ $ $ $ $

Trade receivables 2,681,910     123,284        236,790        3,041,984     8,698,200                
2,681,910     123,284        236,790        3,041,984     8,698,200                 

 

(b) Interest rate risk 

Interest rate risk is the risk that the fair value or future cash flows of a financial instrument will fluctuate because of changes 
in market interest rates. Interest rates of the Company’s short-term loans are fixed; as a result, the Company is not subject 
to significant interest rate risk. Interest rate on the Company’s cash deposits and guaranteed income certificates held at the 
bank is nominal. 

 

(c) Liquidity risk 

Liquidity risk refers to the risk that the Company will not be able to meet its financial obligations when they become due or 
can only do so at excessive costs.  
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The Company’s ability to continue as a going concern is dependent on management’s ability to raise required funding 
through future equity issuances and through short-term borrowing. The Company’s approach to managing liquidity risk is to 
provide reasonable assurance that it will have sufficient funds to meet liabilities when due, through cash flows from its 
operations and anticipating any investing and financing activities. The Company manages its liquidity risk by forecasting 
cash flows required for operations and anticipated financing activities. Management and the Board of Directors are actively 
involved in the review, planning and approval of significant expenditures and commitments.  

 

(d) Currency risk  

Currency risk is the risk that the fair value or future cash flows of a financial instrument will fluctuate because of changes in 
foreign exchange rates. The Company enters into foreign currency purchase and sale transactions and has assets and 
liabilities that are denominated in foreign currencies. The Company is exposed to the financial risk of earnings fluctuations 
arising from changes in foreign exchange rates and the degree of volatility of these rates. The Company does not currently 
use derivative instruments to reduce its exposure to foreign currency risk. 

A breakdown of the Company’s financial instruments by currency, presented in Canadian dollars, is presented below: 

(d) Currency risk (continued) 

 

USD INR EUR CAD Total USD INR EUR CAD Total
Cash and cash equivalents 1,151,645    28,726    -            319,396      1,499,767   417,954       94,553     205,543   681,413     1,399,463   
Restricted cash -                -          -            20,000        20,000        -              -           -          20,000       20,000        
Trade and other receivables 2,891,540    -          -            150,444      3,041,984   7,513,349    58,252     -          1,126,599  8,698,200   
Investment in Scopetech -                -          -            1,638,000   1,638,000   -              -           -          -             -             
Trade payables and accruals 7,397,011    -          -            1,510,082   8,907,093   10,870,607  45,971     -          576,769     11,493,347 
Short-term loans 1,060,688    -          -            -               1,060,688   2,408,034    -           -          -             2,408,034   
Lease liability -                -          -            -               -              5,268           -           -          7,122         12,390        
Convertible debenture -                -          -            336,727      336,727      -              -           -          328,296     328,296      

$$

September 30, December 31,
20242025

 

 

Significant exchange rates used
September 30, December 31,

2025 2024
Average rate for the period/year
US dollar 1.4007 1.4000
Indian Rupee 0.0162 0.0166
European Euro 1.5681 1.4816

Statement of financial position rates
US dollar 1.3924 1.4393
Indian Rupee 0.0157 0.0168
European Euro 1.6331 1.4928  
 

The table below shows the Company’s sensitivity to foreign exchange rates for its U.S. dollar, European Euro and Indian 
Rupee financial instruments, the foreign currencies in which the Company’s assets and liabilities are denominated: 



 
 
Plurilock Security Inc. 
September 30, 2025 
Page 20 

September 30, 2025 
increase/(decrease) 
in equity

December 31, 2024 
increase/(decrease) 
in equity

$ $

10% appreciation of the U.S. dollar against Canadian dollar (441,451)                    (535,261)                   
10% depreciation of the U.S. dollar against Canadian dollar 441,451                      535,261                    
10% appreciation of the European Euro against Canadian dollar -                              20,554                      
10% depreciation of the European Euro against Canadian dollar -                              (20,554)                     
10% appreciation of the Indian Rupee against Canadian dollar 2,873                          10,684                      
10% depreciation of the Indian Rupee against Canadian dollar (2,873)                        (10,684)                      

 

(e) Fair values 

Fair value is the price that would be received to sell an asset or paid to transfer a liability in an orderly transaction between 
market participants at the measurement date. Fair value reflects market conditions at a given date and, for this reason, may 
not be representative of future fair values or of the amount that will be realized upon settling the instrument. 

To the extent possible, the Company uses data from observable markets to measure the fair value of an asset or liability. 
Fair value measurements are established based on a hierarchy into three levels that categorizes the inputs to valuation 
techniques. 

Level 1 – Fair value measurement based on quoted prices (unadjusted) observable in active markets for identical assets or 
liabilities. 

Level 2 – Fair value measurement using inputs other than quoted prices included within Level 1 that are observable for the 
asset or liability, either directly (i.e., as prices) or indirectly (i.e., derived from prices). 

Level 3 – Fair value measurement using inputs that are not based on observable market data (unobservable inputs). 

The carrying value of cash and cash equivalents, restricted cash, trade and other receivables, marketable securities, trade 
payables and accruals and short-term loans approximates their fair value due to the relatively short-term maturity of these 
financial instruments and are measured and reported at amortized cost. The carrying values of the liability portion of the 
convertible debenture are initially recognized at fair value and subsequently measured at amortized cost using the effective 
interest method. 

The fair value of financial assets and liabilities are as follows: 

September 30, December 31,
2025 2024

$ $
Cash and cash equivalents 1,499,767          1,399,463           
Restricted cash 20,000                20,000                
Trade and other receivables 3,041,984          8,698,200           
Investment in scopetech 1,638,000          -                     
Total financial assets 6,199,751          10,117,663         

Trade payables and accruals 8,907,093          11,493,347         
Short-term loans 1,060,688          2,408,034           
Lease liability -                      12,390                
Convertible debenture 336,727              328,296              
Total financial liabilities 10,304,508        14,891,232          
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(f) Contractual cash flows 

The contractual maturity of short-term loans, lease liability, convertible debenture and trade payables and accruals are 
shown below: 

September 30, 2025
Due in less than a 

year
Due between one to 

five years Total

$ $ $
Trade payables and other payables 8,907,093          -                         8,907,093             
Short-term loans 1,060,688          -                         1,060,688             
Convertible debenture 336,727             -                         336,727                

10,304,508       -                         10,304,508           

December 31, 2024
Due in less than a 

year
Due between one to 

five years Total
$ $ $

Trade payables and other payables 11,493,347           -                            12,142,512              
Short-term loans 2,408,034             -                            2,408,034                
Lease liability 12,390                  -                            12,390                     
Convertible debenture -                        328,296                    328,296                   

13,913,771           328,296                    14,891,232              
 

 

Subsequent events 

On October 31, 2025, the Company announced the closing of a $3.0 million non-brokered private placement unsecured 
convertible debenture offering through the issuance of 3,000 debenture units at $1,000 per unit at 10% interest per annum. 
12,000,000 warrants were issued with the convertible debenture. Interest is payable quarterly. Each debenture unit is 
convertible at the option of the holder at $0.23 unit October 30, 2028, and 4,000 common share purchase warrants 
exercisable at $0.25 until October 30, 2028. 

Disclosure of outstanding share data  

 

As of November 26, 2025, the Company has the following securities outstanding: 

Description Number Exercise Price Per Share and Expiry 

Common shares 78,726,869  

Options 7,344,096 Exercise price from $0.23 to $3.70 and 

which expire between April 2025 and 

March 2033 

Warrants 35,344,272 Exercise price from $0.25 to $2.00 and 

which expire between July 2025 and 

October 2028 

Restricted Stock Units 6,100,000 Granted shares restricted until 

December 2027 and December 2028 

Convertible debentures 13,180,978 Exercise price $2.00 expiring August 

26, 2026 and $0.23 expiring October 

9, 2028 

Total diluted number of shares              140,696,215  
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Risks and uncertainties  

The following are certain factors relating to the Company’s business which prospective investors should carefully consider 
before deciding whether to purchase Common Shares in the Company’s authorized capital. The following information is a 
summary only of certain risk factors and is qualified in its entirety by reference to, and must be read in conjunction with, the 
detailed information appearing elsewhere in this MD&A. These risks and uncertainties are not the only ones the Company 
is facing. Additional risk and uncertainties not presently known to Plurilock, or that Plurilock currently deems immaterial, 
may also impair our operations. If any such risks actually occur, the business, financial condition, liquidity and results of our 
operations could be materially adversely affected:  

1. Alignment of Plurilock’s cost structure with revenue 

Plurilock must ensure that its costs and workforce continue to be proportionate to demand for its services. Failure to align 
Plurilock’s cost structure and headcount with net revenue could adversely affect Plurilock’s business, financial condition and 
results of operations. Plurilock attempts to mitigate the risks of short-term revenue shifts by having a large portion of 
employee compensation based on the revenue of the employee’s business unit, and for management to consolidate revenue 
and operating profit.  
 
Plurilock is a growth company, and in order to facilitate growth, Plurilock must continually invest in resources and overhead 
costs ahead of planned revenue. Accordingly, Plurilock may operate with substantial negative cash flow in the future. The 
majority of Plurilock’s revenues from certain of its business units are generated from a few customers. There can be no 
guarantee that any agreements with these customers will be extended or renewed, or, if extended or renewed, that they will 
be extended or renewed on the same or similar terms. Failure by Plurilock to maintain these relationships could have a 
material adverse impact on the business and financial condition of Plurilock. While Plurilock expects this concentration of 
business to decrease over time, it may continue to depend upon a relatively small number of clients for a significant portion 
of revenue into the foreseeable future. 
 

2. Ability to Predict Profitability and risks associated with any continued sales growth 
 
Plurilock focuses on several key performance metrics including, but not limited to, Revenue, Net Income (Loss), EBITDA 
and Adjusted EBITDA. Management believes that IFRS profitability will increase over time, however, due to the evolving 
business model and the unpredictability of its emerging and competitive category of security products, the Company may 
not be able to accurately forecast the rate of adoption of its services and hence its revenue growth and profitability. The 
Company bases its current and future expense levels and its investment plans on estimates of future revenue growth. 
Plurilock may not be able to adjust its spending quickly enough if the rate of new or renewed subscriptions falls short of its 
expectations. In addition, the intense competition the Company faces in the sales of its products and services and general 
economic and business conditions (including foreign exchange rates) can put pressure on it to change its prices. If Plurilock’s 
competitors offer deep discounts on certain products or services or develop products that the marketplace considers more 
valuable, the Company may need to lower its prices or offer other favorable terms in order to compete successfully. Any 
such changes may reduce margins and could adversely affect operating results. Plurilock’s operating results may also 
fluctuate significantly on a quarterly basis. Accordingly, period-to-period comparisons of its operating results may not 
necessarily be a meaningful indicator of future performance. Plurilock has remained focused on sales growth. This has 
resulted, at times, in increasing headcount and operational costs to generate and support this growing customer base, which 
has placed, and will continue to place, to the extent that Plurilock is able to sustain such growth, significant strain on 
Plurilock’s management, administrative, operational, and financial infrastructure. Plurilock anticipates that further growth will 
be required to address increases in the customer base, further development of its products, and expansion into new 
geographic areas, amongst other areas of its business and operations. Further growth will require Plurilock to continue to 
hire, train and manage new employees as needed. If new hires perform poorly, or if Plurilock is unsuccessful in hiring, 
training, managing and integrating new employees, or if Plurilock is unsuccessful in retaining existing employees, its 
business may be harmed. In addition, Plurilock may look to expand its engineering and sales teams in an attempt to increase 
sales growth. Such sales growth may not match, or exceed, the increase in operating costs associated with hiring, training, 
managing, and integrating of such employees. 

3. Plurilock’s focus on larger enterprise customers could result in greater costs, less favourable commercial terms, and other 
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adverse impacts to Plurilock 

As Plurilock continues to direct more sales efforts at larger enterprise customers, Plurilock could face greater costs, less 
favourable commercial and contract terms and conditions, greater due diligence and technical scrutiny, longer sales cycles, 
less predictability in completing some sales and greater fluctuation in sales and cash flow in quarters where these large 
deals conclude. In this market segment, the customer’s decision to use Plurilock’s service or products may be an enterprise-
wide decision and, if so, these types of sales may require Plurilock to provide increased product discounts, additional global 
support and professional services, increased service level availability, greater levels of education and training regarding the 
use and benefits of the service.  

As a result of these factors, these sales opportunities may require Plurilock to devote greater sales support and professional 
services resources to individual customers, driving up costs and time required to complete sales and diverting sales and 
professional services resources to a smaller number of larger transactions. 

4. Plurilock is reliant on key management 
 
The success of Plurilock is dependent upon the ability, expertise and judgement of its senior management. 

Shortages in qualified personnel or the loss of key personnel could adversely affect the financial condition of Plurilock and 
results of operations of the business. The loss of any of Plurilock’s senior management or key employees could materially 
and adversely affect Plurilock’s ability to execute its business plan and strategy and Plurilock may not be able to find 
adequate replacements on a timely basis, or at all. 

5. Plurilock operates in a highly competitive industry and may be unable to retain clients or market share 
  
Plurilock operates in a highly competitive business and may be unable to retain clients or market share. The cybersecurity 
industry is highly competitive, and the barriers to entry are low. There are many competitors, and new competitors are 
entering the market constantly. Current and new competitors may be better capitalized, have a stronger operating history, 
have more expertise and be able to provide comparable or superior services at the same or lower cost. Long-term contracts 
also form a small and declining portion of Plurilock’s revenue. There is no assurance that Plurilock will be able to retain 
clients or its market share in the future, nor can there be any assurance that it will, in light of competitive pressures, be able 
to maintain or increase its current margins, or reach and sustain profitability. 

6. Plurilock may not be able to attract new customers, maintain its existing consumer base or grow or upgrade the products 
provided to these customers 

To expand Plurilock’s customer base, Plurilock needs to convince potential customers to allocate a portion of their 
discretionary budgets to purchase Plurilock’s solutions. Plurilock’s sales efforts often involve educating its prospective 
customers about the uses and benefits of Plurilock’s solutions. Enterprises and governments that use other forms of security 
products may be hesitant to purchase Plurilock’s solutions if they believe that these products are more cost effective, provide 
substantially the same functionality as Plurilock’s solutions, or provide a level of security that is sufficient to meet their needs. 
Plurilock may have difficulty convincing prospective customers of the value of adopting Plurilock’s solutions. Even if Plurilock 
is successful in convincing prospective customers that Plurilock’s solutions are critical to protect against cyberattacks, they 
may not decide to purchase Plurilock’s solutions for a variety of reasons, some of which are out of Plurilock’s control. For 
example, any deterioration in general economic conditions, including a downturn due to COVID-19, may cause Plurilock’s 
customers to cut their overall security and IT operations spending, and such cuts may fall disproportionately on security 
solutions like Plurilock’s. Economic weakness, customer financial difficulties, and constrained spending on security and IT 
operations may result in decreased revenue, reduced sales, lengthened sales cycles, increased churn, lower demand for 
Plurilock’s products, and adversely affect its results of operations and financial conditions. 

If organizations do not continue to adopt Plurilock’s solutions, Plurilock’s sales will not grow as quickly as anticipated, or at 
all, and Plurilock’s business, results of operations, and financial condition would be harmed.  

In order for Plurilock to maintain or improve its financial and operational results, it is important that Plurilock’s existing 
customers renew their subscriptions for Plurilock’s solutions when existing contract terms expire, and that Plurilock expand 
its commercial relationships with its existing customers by selling and deploying to more endpoints in their environments, 
selling additional types of services, and/or moving these customers to higher tiers of Plurilock’s solutions.  
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Plurilock’s customers typically have no obligation to renew their subscription for Plurilock’s solutions after the expiration of 
their contractual subscription period, and in the normal course of business, some customers have elected not to renew. In 
addition, customers may seek to renew for shorter contract subscription lengths, reduce the number of users accounts, or 
downgrade to lower tiers of Plurilock’s solutions.  
 
Customer retention and expansion may decline or fluctuate as a result of a number of factors, including customers’ 
satisfaction with Plurilock’s services, pricing, customer security and networking issues and requirements, customers’ 
spending levels, mergers and acquisitions involving its customers, industry developments, competition and general 
economic conditions. Plurilock is focused on maintaining or increasing its customer renewal and growth rates efficiently and 
cost effectively. However, if Plurilock’s efforts to maintain and expand its relationships with its existing customers are not 
successful, its business, results of operations, and financial condition may materially suffer. 
 

7. Plurilock may not be able to prevent damages resulting from a cybersecurity attack 
 
Plurilock’s business uses confidential information about candidates (successful and unsuccessful), employees, and clients. 
Plurilock is subject to cyberattacks, computer viruses, social engineering schemes and other means of unauthorized access 
to its systems. Plurilock has not experienced any material losses to date related to cyber-attacks or other information security 
breaches, but there can be no assurance that Plurilock will not incur such losses in the future. The security controls over 
sensitive or confidential information and other practices implemented by Plurilock and its third-party vendors may not prevent 
the improper access to, disclosure of, or loss of such information. Failure to protect the integrity and security of such 
confidential and/or proprietary information could expose Plurilock to fines, litigation, contractual liability, damage to its 
reputation and increased compliance costs. In addition, as cyber threats continue to evolve, Plurilock may be required to 
expend additional resources to continue to modify or enhance protective measures or to investigate and remediate any 
security vulnerabilities. 
 

8. There are risks inherent in Plurilock’s acquisition strategy 

Plurilock intends to continue actively pursuing accretive business acquisitions in Canada, the United States, India and/or 
internationally consistent with its investment strategy. Such acquisitions involve inherent risks including but not limited to: 
(a) unanticipated costs; (b) potential loss of key employees of the company or the business acquired; (c) unanticipated 
changes in business, industry or general economic conditions that affect the assumptions underlying the acquisition; and 
(d) decline in the value of the acquired business or assets. Further, there can be no assurance that an acquired business 
will achieve the desired levels of revenue, profitability or productivity or otherwise perform as expected. Any one or more of 
these factors could cause Plurilock to fail to realize the anticipated benefits of the acquisition in question. Additionally, there 
can be no assurance that Plurilock will be able to successfully identify suitable acquisition targets and complete acquisitions 
on terms beneficial to Plurilock and its shareholders. Plurilock’s failure to successfully execute its acquisition strategy could 
have a material adverse effect on its business. Moreover, Plurilock may be required to use available cash, incur debt, issue 
securities, or a combination of these in order to complete an acquisition. This could affect Plurilock’s future flexibility and 
ability to raise capital, operate or develop its business, and could dilute its existing shareholders’ holdings, as well as 
decrease the trading price of the Common Shares. 

In addition, the process of acquiring and integrating companies into Plurilock’s existing business may also result in 
unforeseen difficulties which may absorb significant management attention, require significant financial resources, and be 
disruptive to operations causing the business and results of operations to suffer materially. There is no assurance that when 
evaluating a possible acquisition, Plurilock will correctly identify and manage the risks and costs inherent in the business or 
asset to be acquired. 

9. Plurilock’s business is subject to broader economic factors 

Any adverse change in general economic conditions may adversely affect Plurilock’s business and financial condition. The 
demand for workforce solutions is highly dependent upon the state of the economy and upon the staffing needs of Plurilock 
clients, which creates uncertainty and volatility.  
As economic activity slows, the need for temporary and new employees decreases. Significant declines in demand of any 
region or industry in which Plurilock has a major presence may significantly decrease its revenues and profits. Deterioration 
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in economic conditions or the financial or credit markets could also have an adverse impact on the ability of Plurilock to 
collect payment for services.  
 
It is difficult for Plurilock to forecast future demand for its services due to the inherent uncertainty in forecasting the direction 
and strength of economic cycles, the terms and nature of future staffing assignments and the financial viability of its clients. 
Additionally, Plurilock may experience a decline in revenue before a decline in economic activity is seen in the broader 
economy. When it is difficult for Plurilock to accurately forecast future demand, Plurilock may not be able to determine the 
optimal level of personnel and investment necessary to profitably take advantage of growth opportunities. 

10. Current and future global economic and political volatility and uncertainty may negatively impact Plurilock’s financial 
performance and results of operations as well as its ability to predict future spending requirements and growth, if any  

Current and future global economic, political and social conditions remain volatile and uncertain, especially in certain parts 
of the world. As a result, it is difficult to estimate the level of growth or contraction for the global economy as a whole. It is 
even more difficult to estimate economic growth or contraction in various sectors and regions, including the markets in which 
the Company operates. Because all components of Plurilock’s budgeting and forecasting are dependent upon estimates of 
growth or contraction in the markets it serves and the demand for its products and services, the prevailing economic 
uncertainties render estimates of future income and expenditures very difficult to make. Adverse changes may occur 
wavering consumer confidence, unemployment, declines in stock markets, contraction of credit availability, declines in real 
estate values, stagnant economic conditions, increasing nationalism and protectionism, trade tensions and tariff uncertainty, 
political deadlock, war, social unrest or other factors affecting economic conditions generally. These changes may negatively 
affect the sales of our products and services and, therefore, may impact our ability to meet our targets for revenue, Adjusted 
EBITDA and cash from operating activities.  

11. Plurilock’s business may suffer if it cannot continue to protect its intellectual property rights 

Plurilock’s revenue, cost of revenue, and expenses may suffer if Plurilock cannot continue to protect its intellectual property 
rights, or if third parties assert that Plurilock violates their intellectual property rights. Plurilock and its subsidiaries rely upon 
patent, copyright, trademark and trade secret laws in the United States and Canada and similar laws in other countries, and 
agreements with employees, customers, suppliers and other parties, to establish and maintain intellectual property rights in 
its principal products, amongst other items. PLURILOCK, AURORA and the INTEGRA logos are unregistered trademarks 
of Plurilock. An unregistered trademark provides its owners with common law rights to prevent another party from 
representing its goods or services as that of another. The risk of Plurilock using an unregistered trademark in a particular 
country is that such use risks infringing on the registered or unregistered trademark of another party. Such infringement may 
result in liability to Plurilock and the loss of use of such trademark. 
 
The industry in which Plurilock competes may include new or existing entrants that own, or claim to own, intellectual property, 
and Plurilock has received, and may receive in the future, assertions and claims from third parties that the Company’s 
products infringe on their patents or other intellectual property rights.  
Litigation has been, and in the future may continue to be, necessary to determine the scope, enforceability, and validity of 
third-party proprietary rights or to establish Plurilock’s proprietary rights.  

Any of Plurilock’s direct or indirect intellectual property rights could be challenged, invalidated, or circumvented, or such 
intellectual property rights may not be sufficient to permit Plurilock to take advantage of current market trends or otherwise 
to provide competitive advantages, which could result in costly or delayed product redesign efforts, discontinuance of certain 
product offerings, or other competitive harm. Further, the laws of certain countries do not protect proprietary rights to the 
same extent as the laws of Canada or the United States. Therefore, in certain jurisdictions, Plurilock may be unable to 
protect its proprietary technology adequately against unauthorized third-party copying or use, which could adversely affect 
its competitive position. Third parties also may claim that Plurilock or customers or partners indemnified by Plurilock are 
infringing upon their intellectual property rights. Even if management believes that the claims are without merit, the claims 
can be time-consuming and costly to defend, and divert management’s attention and resources away from the business. 
Claims of intellectual property infringement also might require Plurilock to redesign affected products, enter into costly 
settlement or license agreements (if such licenses can be obtained on commercially reasonable terms, or at all) or pay 
costly damage awards, or face a temporary or permanent injunction prohibiting the marketing or selling certain of its 
products, which could result in Plurilock’s business, operating results and financial condition being materially adversely 
affected. 
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12. Plurilock may be unable to obtain patent or other proprietary or statutory protection for new or improved technologies or 
products 

Plurilock’s research and development activities and commercial success depend in part upon its ability to develop new or 
improved technologies and products, and to successfully obtain patent or other proprietary or statutory protection for these 
technologies and products in Canada, the United States, India and other countries. Plurilock seeks to patent concepts, 
components, protocols, and other inventions that are considered to have commercial value or that will likely yield a 
technological advantage. Plurilock owns rights to patented and patent pending technologies in the United States, Canada, 
India and other countries. Plurilock may not be able to develop new technology that is patentable; new patents may not be 
issued in connection with Plurilock’s pending applications; allowed claims may not be sufficient to protect Plurilock’s new 
technology; and patents may not be obtained by Plurilock in every jurisdiction where Plurilock’s products are sold. 
Furthermore, any patents issued could be challenged, invalidated or circumvented and may not provide proprietary 
protection or a competitive advantage. New entrants to the field may have been issued patents and may have filed patent 
applications or may obtain additional patents and proprietary rights for technologies similar to those that Plurilock has made 
or may make in the future. Since patent applications filed before November 29, 2000 in the United States are maintained in 
secrecy until issued as patents, and since publication or public awareness of new technologies often lags behind actual 
discoveries, Plurilock cannot be absolutely certain that it was the first to develop the technology covered by its pending 
patent applications or that it was the first to file patent applications for the technology. In addition, the disclosure in Plurilock’s 
new patent applications, particularly in respect of the utility of its claimed inventions, may not be sufficient to meet the 
statutory requirements for patentability in all cases. As a result, there can be no assurance that Plurilock’s new patent 
applications will result in enforceable patents, nor can the breadth of allowed claims in Plurilock’s patents, and their 
enforceability, be predicted. Even if Plurilock’s patents are held to be enforceable, others may be able to design around 
these patents or develop products similar to Plurilock’s products that are not within the scope of these patents. 

13. Plurilock’s research and development efforts may not be successful 

Plurilock believes that it must continue to dedicate a significant amount of resources to its research and development efforts 
to maintain and develop its solutions and maintain and enhance its competitive position.  

Plurilock recognizes the costs associated with these research and development investments earlier than the anticipated 
benefits, and the return on these investments may be lower, or may develop more slowly, than it expects. If Plurilock spends 
significant resources on research & development and is unable to generate an adequate return on its investment, its 
business, financial condition and results of operations may be materially and adversely affected. 

14. Plurilock’s software may contain errors, vulnerabilities, or defects 

The software technology enabling Plurilock’s software services is complex and the related application software may contain 
errors, vulnerabilities or defects, especially when upgrades or new versions are released. Any errors or vulnerabilities that 
are discovered after commercial release could result in loss of revenues or delay in market acceptance, diversion of 
development resources, damage to Plurilock’s reputation, increased service and warranty costs, liability claims and its end 
customers’ unwillingness to buy products from Plurilock. In addition, it is possible that Plurilock’s product, vendor supply 
chain or externally sourced technology may become the subject of a third-party attack or disruption, whether malicious or 
otherwise. This could detrimentally affect the persistence of Plurilock’s technology, which could have a material adverse 
effect on its business. 

15. Uncertainty of Liquidity and Sourcing Capital Requirements 

The future capital requirements of the Company will depend on many factors, including the number and size of acquisitions 
consummated, rate of growth of its customer base, the costs of expanding into new markets, the growth of the market for 
cybersecurity services and the costs of administration. In order to meet such capital requirements, the Company may 
consider additional public or private financing (including the incurrence of debt and the issuance of additional common 
shares) to fund all or a part of a particular venture, which could entail dilution of current investors' interest in the Company. 
There can be no assurance that additional funding will be available or, if available, that it will be available on acceptable 
terms. If adequate funds are not available, the Company may have to reduce substantially or otherwise eliminate certain 
expenditures. There can be no assurance that the Company will be able to raise additional capital if its capital resources 
are depleted or exhausted. Further, due to regulatory impediments and lack of investor appetite, the ability of the Company 
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to issue additional common shares or other securities exchangeable for or convertible into common shares to finance 
acquisitions may be restricted.  

16. Directors and officers of Plurilock may be subject to conflicts of interest 

Plurilock is subject to various potential conflicts of interest because of the fact that some of its officers and directors are 
engaged in a range of business activities. In addition, Plurilock’s executive officers and directors may devote time to their 
outside business interests, so long as such activities do not materially or adversely interfere with their duties to Plurilock. In 
some cases, Plurilock’s executive officers and directors may have fiduciary obligations associated with these business 
interests that interfere with their ability to devote time to Plurilock’s business and affairs and that could adversely affect 
Plurilock’s operations. These business interests could require significant time and attention of Plurilock’s executive officers 
and directors. 
In addition, Plurilock may also become involved in other transactions which conflict with the interests of its directors and the 
officers who may from time-to-time deal with persons, firms, institutions or corporations with which Plurilock may be dealing, 
or which may be seeking investments similar to those desired by it. The interests of these persons could conflict with those 
of Plurilock. In addition, from time to time, these persons may be competing with Plurilock for available investment 
opportunities. Conflicts of interest, if any, will be subject to the procedures and remedies provided under the Business 
Corporations Act (British Columbia). 

17. Dependence on Distribution Channels 

Plurilock’s product and sales strategies include its ability to partner with successful distribution partners. The Company’s 
products may compete with other solutions developed and/or marketed by another distribution partner or otherwise lose 
favour with these partners. 

Its distribution partners may also cease or reduce marketing its products with limited or no notice and with little or no penalty. 
New distribution partners require extensive training and may take several months or more to achieve productivity. If any of 
its distribution partners elect to sell competing products, this could have a material adverse effect on the Company’s 
business, operating results, and financial condition. In addition, if any of its distribution partners cease or reduce marketing 
our solutions and/or the Company fails to manage these important sales and distribution channels effectively, Plurilock may 
have to change its sales strategies, which could have a material adverse effect on its business, operating results, and 
financial condition. 

18. The Company relies on third parties to provide some of its services and its business will be harmed if it is unable to provide 
these services in a cost-effective manner 

The Company relies heavily on third parties such as cloud computing service vendors and partners to provide some of its 
services. If these third parties were unable or unwilling to provide these services in the future, or if these third parties are 
ineffective at providing services, the Company would need to obtain such services from other providers. This could cause 
the Company to incur additional costs or cause interruptions in its business until these services are replaced. 

19. Growing stringent regulations and compliance requirements 

Regulatory bodies are increasing cybersecurity requirements, and cybersecurity practices are therefore becoming a board-
level fiduciary and legal concern. Evidence for this can be seen in the proliferation of standards and regulations, including 
the General Data Protection Regulation, the Payment Card Industry Data Security Standard, the Health Insurance Portability 
and Accountability Act (“HIPPA”), the Federal Information Security Management Act, and the Gramm-Leach-Bliley Act, 
amongst others. As requirements grow, the use of point solutions and hotfixes to maintain near-term compliance is also 
increasing, causing intractable complexity, high maintainability costs, and unforeseen knock-on vulnerabilities.  

As a result, there is growing enterprise demand for risk-based authentication solutions, common, extensible infrastructures 
to support compliance regimes, and the collection of more sophisticated and timely security intelligence. As a result, 
Plurilock’s business operates in an environment in which government regulations and funding play a key role. Any change 
in governmental regulation and licensing requirements or their interpretation and application, which are beyond the 
Company’s control, could adversely affect the business, financial condition, and results of operations of the business. In 
addition, the Company could incur significant costs in the course of complying with any changes in the regulatory regime. 
Non-compliance with any existing or proposed laws or regulations could result in audits, civil or regulatory proceedings, 
fines, penalties, injunctions, recalls or seizures, any of which could adversely affect the reputation, operations, or financial 
performance of the Company. 

20. Ethical Business Conduct 
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Any failure of Plurilock to adhere to its corporate governance or business policies, the law or ethical business practices 
could significantly affect its reputation and brands and could therefore negatively impact the Company’s financial 
performance. The Company’s framework for managing ethical business conduct includes the adoption of a Code of 
Business Conduct and Ethics which directors, employees, advisors and consultants of the Company are required to 
acknowledge and agree to. As well, as part of an independent audit and security function the Company maintains a whistle 
blowing hotline. There can be no assurance that these measures will be effective to prevent violations of law or ethical 
business practices. 

21. Confidentiality & Privacy of Information 

The Company’s staff may have access, in the course of their duties, to certain information of the Company’s customers. 
Although, all staff are required to sign confidentiality agreements, there can be no assurance that the Company's existing 
policies, procedures and systems will be enough to address the privacy concerns of existing and future customers. If a 
customer’s privacy is violated, or if the Company is found to have violated any law or regulation, it could be liable for 
damages or for criminal fines or penalties. 

22. The Company Needs to Comply with Financial Reporting and Other Requirements as a Public Company 

The Company is subject to reporting and other obligations under applicable Canadian & US securities laws, as well as 
TSXV (including National Instrument 52-109) & OTC rules. These reporting and other obligations place significant demands 
on the Company’s management, administrative, operational, and accounting resources. Moreover, any failure to maintain 
effective internal controls could cause the Company to fail to meet its reporting obligations or result in material 
misstatements in its consolidated financial statements. If the Company cannot provide reliable financial reports or prevent 
fraud, its reputation and operating results could be materially harmed, which could also cause investors to lose confidence 
in the Company’s reported financial information, which could result in a lower trading price of its securities. Management 
does not expect that Company’s disclosure controls and procedures and internal controls over financial reporting will prevent 
all error and all fraud. A control system, no matter how well designed and implemented, can provide only reasonable 
assurance that its objectives will be met. Further, the design of a control system must reflect the fact that there are resource 
constraints, and the benefits of controls must be considered relative to their costs. Due to the inherent limitations in all 
control systems, no evaluation of controls can provide Plurilock assurance that all control issues within a company are 
detected. The inherent limitations include the realities that judgements in decision-making can be faulty, and that 
breakdowns can occur because of simple errors or mistakes. Controls can also be circumvented by individual acts of some 
persons, by collusion of two or more people or by management override of the controls. Due to the inherent limitations in a 
cost- effective control system, misstatements due to error or fraud may occur and not be detected. 

23. Plurilock has limited operating history 

Prior to the QT, Plurilock was a CPC and as a result has not commenced commercial operations and has no assets other 
than cash. Following the QT, Plurilock adopted the business of PL. PL began carrying on business in 2008 and has been 
incurring operating losses and cash flow deficits since inception. Plurilock is therefore subject to many of the risks common 
to early-stage enterprises, including under-capitalization, cash shortages, and limitations with respect to personnel, financial, 
and other resources.  
There is no assurance that Plurilock will be successful, and the likelihood of success must be considered in light of its early 
stage of operations. The majority of Plurilock’s revenues are generated from a few customers. If economic or other factors 
were to change and thus impact these customers or the market, then the revenues of Plurilock would be negatively impacted. 
To the extent Plurilock has negative operating cash flow in future periods, it may need to allocate a portion of its cash 
reserves to fund such operating cash flow. Plurilock may also be required to raise additional funds through the issuance of 
equity or debt securities. There can be no assurance that Plurilock will be able to generate a positive cash flow from 
operations, that additional capital or other types of financing will be available when needed, or that such financings will be 
on favourable terms. 
 

24. Damage to Plurilock’s brand may harm its results 

Plurilock’s business depends on its strong reputation. Anything that harms Plurilock’s reputation will likely harm its results. 
As a provider of temporary and permanent staffing, Plurilock’s reputation is dependent, in part, on the performance of its 
employees. If Plurilock’s clients become dissatisfied with the performance of Plurilock’s employees, or if any of Plurilock’s 
employees engage in or are believed to have engaged in conduct that is harmful to Plurilock’s clients, Plurilock’s ability to 
retain existing clients and maintain or expand its client base may be negatively affected. Plurilock’s ability to attract suitable 
candidates to fulfil both temporary and permanent positions is also affected by the external perception of its brand and 
reputation.  
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Damage to Plurilock’s reputation can be the result of the actual or perceived occurrence of any number of events and could 
include any negative publicity, whether true or not. Although Plurilock operates in a manner that is respectful to all 
stakeholders and that takes care in protecting its image and reputation, Plurilock does not ultimately have direct control over 
how it is perceived by others.  
 
Reputational damage could negatively affect its ability to attract and retain employees, decreased shareholder confidence, 
increased challenges in maintaining relationships with prospective clients and other industry participants, and an impediment 
to its ability to execute its business plan, thereby having a material adverse impact on financial performance, financial 
condition, cash flows and growth prospects. 
 

25. Plurilock faces fluctuating foreign exchange rates 
 
Plurilock’s reporting and functional currency is the Canadian dollar. However, a significant portion of operating expenses is 
denominated in U.S. dollars. As a result, Plurilock is exposed to fluctuations in the U.S. dollar exchange rate for which it 
has not entered into foreign exchange hedges. Currency markets by their nature are volatile and have seen recent increased 
volatility. A significant appreciation of the Canadian dollar relative to the U.S. dollar could materially impact the profitability 
of Plurilock. In addition, Plurilock will be exposed to greater foreign exchange risk from other countries as its operations, 
and its operating expenses, expand in foreign jurisdictions. 
 

26. The price of the Company’s common shares may be volatile 

The price of the Common Shares may be volatile and subject to wide fluctuations because of a variety of factors, many of 
which are beyond Plurilock’s control including the following: 
 actual or anticipated quarterly fluctuations in its operating results and financial condition; 
 changes in financial estimates or publication of research reports and recommendations by financial analysts; 
 reports in the press or investment community generally or relating to Plurilock’s reputation or the industry in which it 

operates; 
 strategic actions by Plurilock or its competitors, such as acquisitions, restructurings, dispositions, or financings;  
 fluctuations in the stock price and operating results of Plurilock’s competitors; 
 future sales of Plurilock’s equity or equity-related securities;  
 proposed or adopted regulatory changes or developments; 
 domestic and international economic & political factors unrelated to Plurilock’s performance; and 

general market conditions. 
 

Financial markets have recently experienced significant price and volume fluctuations that have particularly affected the 
market prices of equity securities of companies and that have often been unrelated to the operating performance, underlying 
asset values, or prospects of such companies. Accordingly, the market price of the Company’s common shares may decline 
even if Plurilock’s operating results, underlying asset values or prospects have not changed. There can be no assurance 
that continuing fluctuations in price and volume will not occur. 

27. The market price of the common shares may decline due to the large number of convertible securities issued and 
outstanding common shares eligible for future sale 

Sales of substantial amounts of Common Shares in the public market, or the perception that these sales could occur, could 
cause the market price of the Company’s common shares to decline. These sales could also make it more difficult for 
Plurilock to sell equity or equity-related securities in the future at a time and price that it deems appropriate. 

28. Plurilock may be subject to litigation 

Plurilock may become party to litigation, either as plaintiff or defendant, from time to time in the ordinary course of business 
including but not limited to actions related to Plurilock’s commercial relationships, employment matters, and services 
delivered. Such matters include both actual and threatened claims. Should any litigation in which Plurilock becomes involved 
be determined against Plurilock, such a decision could adversely affect Plurilock’s ability to continue operating, and the 
market price for the Common Shares. Even if Plurilock is successful in litigation, litigation can redirect significant company 
resources. 
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29. Risks related to Plurilock’s foreign operations 

Plurilock intends to continue to pursue and commit resources to growth opportunities beyond North America which could 
result in international sales accounting for an increasing portion of Plurilock’s consolidated revenues. Plurilock will be subject 
to a number of risks associated with international business activities that may increase liability or costs, lengthen sales 
and/or product development cycles, or require significant management attention. International operations carry certain risks 
and associated costs, such as: the complexities and expense of administering a business abroad; complications in 
compliance with, and unexpected changes in legal and regulatory restrictions or requirements; foreign laws, international 
import and export legislation; trading and investment policies; economic and political instability; foreign currency fluctuations; 
exchange controls; increased nationalism and protectionism; tariffs and other trade barriers; difficulties in collecting accounts 
receivable; potential adverse tax consequences; uncertainties of laws and enforcement relating to intellectual property and 
privacy rights; unauthorized copying of software; difficulty in managing a geographically dispersed workforce in compliance 
with diverse local laws and customs; potential governmental expropriation (especially in countries with 
undemocratic/authoritarian ruling parties); and other factors depending upon the country involved. There can be no 
assurance that Plurilock will not experience these risks in the future. If foreign operations expand to the point where they 
account for a significant portion of Plurilock’s consolidated revenues, the presence of such risks could have a material 
adverse effect on Plurilock’s business, financial condition, and results of operations. 

30. Lenders may penalize or otherwise act against Plurilock if it is unable to meet its obligations under financial instruments 

Plurilock’s ability to continue its operations is dependent upon the continued support of its shareholders, its ability to obtain 
additional financing as and when required and generating revenue. Currently, Plurilock’s revenues combined with its 
financing activities provide enough resources to fund its obligations as they come due. 
 

31. Plurilock does not anticipate paying dividends on the Common Shares 
 
Plurilock has not previously paid any dividends and does not anticipate paying any dividends in the foreseeable future. 
Dividends paid by Plurilock would be subject to tax and, potentially, withholdings. Any decision to declare and pay dividends 
in the future will be made at the discretion of the Board and will depend on, among other things, financial results, cash 
requirements, contractual restrictions, and other factors that the Board may deem relevant. As a result, investors may not 
receive any return on an investment in Common Shares, other than an appreciation in share price. 

32. Management has discretion concerning unallocated funds 

Management will have discretion concerning the use and allocation of Plurilock’s available funds as well as the timing of 
their expenditure. As a result, shareholders will be relying on the judgement of management for the application of the 
available funds. The results and the effectiveness of the application of the funds are uncertain. If Plurilock’s cash reserves 
are not applied effectively, Plurilock’s results of operations may suffer. 

33. Plurilock may issue additional equity securities or engage in other transactions that could dilute its book value or affect the 
priority of the Company’s common shares, which may adversely affect the market price of the Company’s common shares 

The Board may determine from time to time that it needs to raise additional capital by issuing additional Company common 
shares or other securities. Except as otherwise described in this document, Plurilock will not be restricted from issuing 
additional common shares, including securities that are convertible into or exchangeable for, or that represent the right to 
receive, the Company’s common shares. Because Plurilock’s decision to issue securities in any future offering will depend 
on market conditions and other factors beyond Plurilock’s control, it cannot predict or estimate the amount, timing, or nature 
of any future offerings, or the prices at which such offerings may be affected. Additional equity offerings may dilute the 
holdings of Plurilock’s existing shareholders or reduce the market price of the Common Shares, or both. Holders of the 
Company’s common shares are not entitled to pre-emptive rights or other protections against dilution. New investors also 
may have rights, preferences and privileges that are senior to, and that adversely affect, Plurilock’s then-current holders of 
the Company’s common shares. Additionally, if Plurilock raises additional capital by making offerings of debt or preference 
shares, upon liquidation of Plurilock, holders of its debt securities and preference shares, and lenders with respect to other 
borrowings, may receive distributions of its available assets before the holders of the Company common shares.  
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34. Plurilock is a holding company with its only material assets being direct or indirect ownership of PL, PLUS, PSP, INC and 
ASC 

Plurilock is a holding company and essentially all of its assets are the capital stock of its subsidiaries. Consequently, 
Plurilock’s cash flows and ability to leverage future business opportunities are dependent on the earnings of its subsidiaries 
and the distribution of those earnings to Plurilock. The ability of its subsidiaries to pay dividends and other distributions will 
depend on their operating results and will be subject to applicable laws and regulations which require that solvency and 
capital standards be maintained by such companies and contractual restrictions contained in the instruments governing 
their debt, if any.  

In the event of a bankruptcy, liquidation, or reorganization of any of its subsidiaries, holders of indebtedness and trade 
creditors will generally be entitled to payment of their claims from the assets of those subsidiaries before any assets are 
made available for distribution to Plurilock. 

35. Income tax related risks 

Significant judgement is required in determining Plurilock’s provision for income taxes. Various internal and external factors 
may have favourable or unfavourable effects on Plurilock’s future provision for income taxes, income taxes payable and/or 
effective income tax rate. These factors include but are not limited to: changes in tax laws, regulations and/or rates; results 
of audits by tax authorities; changing interpretations of existing tax laws or regulations; changes in estimates of prior years’ 
items; future levels of R&D spending; changes in the overall mix of income among the different jurisdictions in which Plurilock 
operates; and changes in overall levels of income before taxes. To the extent that the taxation authorities do not agree with 
Plurilock’s tax positions, Plurilock may not be able to realize all, or a portion of the tax benefits recognized. Furthermore, 
new accounting pronouncements or new interpretations of existing accounting pronouncements can have a material impact 
on Plurilock’s effective income tax rate. Plurilock and its subsidiaries file income tax returns and pay income taxes in 
jurisdictions where Plurilock believes it is subject to tax. In jurisdictions in which Plurilock and its subsidiaries do not believe 
they are subject to tax and therefore do not file income tax returns, Plurilock can provide no certainty that tax authorities in 
those jurisdictions will not subject one or more tax years (since inception of Plurilock or its subsidiaries) to examination. Tax 
examinations are often complex as tax authorities may disagree with the treatment of items reported by Plurilock, the result 
of which could have a material adverse effect on Plurilock’s financial condition and results of operations. 

In addition, in response to significant market volatility and disruptions to business operations resulting from COVID-19, 
legislatures and taxing authorities in many jurisdictions in which Plurilock operates may propose changes to their tax rules. 
These changes could include modifications that have temporary effect, and more permanent changes. The impact of these 
potential new rules on Plurilock, its long-term tax planning, and its tax effective tax rate could be material. 

36. Plurilock’s business could be disrupted because of actions of certain shareholders or potential acquirers of Plurilock 

If any of the holders of Common Shares commence a proxy contest, advocate for change that is not necessarily in the best 
interests of Plurilock and all of its stakeholders, make public statements critical of Plurilock’s performance or business, or 
engage in other similar activities, or if Plurilock becomes subject to a potential acquisition target, then Plurilock’s business 
could be adversely affected because Plurilock may have difficulty attracting and retaining employees and clients due to 
perceived uncertainties as to its future direction and negative public statements about its business. In addition, responding 
to proxy contests and other similar actions by shareholders is likely to result in Plurilock incurring substantial additional costs 
and significantly diverting the attention of management and employees; and, if individuals are elected to the Board with a 
specific agenda, the execution of Plurilock’s strategic plan may be disrupted or a new strategic plan altogether may be 
implemented, which could have a material adverse impact on its business, financial condition or results of operations. 
Further, any of these matters or any such actions by shareholders may impact and result in volatility of the price of the 
Company’s common shares. 
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37. Plurilock’s reliance on copyrights, trademarks, trade secrets, confidentiality procedures and similar contractual provisions 

In addition to patents, Plurilock relies on, among other things, copyrights, trademarks, trade secrets, confidentiality 
procedures and contractual provisions to protect its proprietary rights in Canada, the United States, and other countries.  

As a result, it is possible that the following may occur: some or all of the confidentiality agreements entered into by Plurilock 
with its employees, consultants, business partners, customers, potential customers and other third parties will not be 
honoured; third parties will independently develop equivalent technology or misappropriate Plurilock’s technology and/or 
designs; disputes will arise with Plurilock’s strategic partners, customers or others concerning the ownership of intellectual 
property; there may occur an unauthorized disclosure of source code, know-how or trade secrets; or contractual provisions 
may not be enforced in foreign jurisdictions. There can be no assurance that Plurilock will be successful in protecting its 
proprietary rights in Canada, the United States, and other countries. 

38. Plurilock’s Federal government business is subject to direct action from the current and future administrations 

Plurilock relies on stability in the Federal government processes. A disruption to the federal government buying process 
could have a negative impact to Plurilock’s Federal government business. 

39. Other Risks 

There can be no assurance that an active and liquid market for the Company’s common shares will develop, and investors 
may find it difficult to resell the common shares. 

 
 

 


